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COMMANDANT NOTICE 5260 CANCELLED: &% 3 ¢ sy

Subj:  CH-3 TO THE COAST GUARD FREEDOM OF INFORMATION AND PRIVACY ACTS
MANUAL, COMDTINST M5260.3

1. PURPOSE. This Notice promuigates changes to The Coast Guard Freedom of Information and Privacy
Acts Manual, COMDTINST M5260.3.

2. ACTION. Area and district commanders, commanders of maintenance and logistics commands,
commanding officers of headquarters units, assistant commandants for directorates, Chief Counsel, and
special statf offices at Headquarters shall ensure the listed changes are incorporated into the subject
Manual. Internet release authorized.

DIRECTIVES AFFECTED. None.

{2

4. DISCUSSION. CH-3 incorporates amendments to the Freedom of Information Act (FOIA) pursuant to
the Electronic Freedom of Information Act Amendments of 1996, Public Law 104-231 (E-FOIA); policy
announced in Attorney General Ashcrofi’s FOIA memorandum of October 12, 2001 (Ashcroft
Memorandum); and changes in personal privacy policy. EFOIA increases agency response time from 10
to 20 working days; defines requests for expedited treatment; discusses agency backlog; defines how we
process information denied to a requester; changes reporting requirements to Congress; requires agency
public reference guides; and provides instructions on processing paper records. Further, the amendments
address those issues that have resulted from an increase in electronic communication and records,
specifically sets standards on how we maintain and disseminate electronic records, and makes changes
regarding how we report data to Congress. In addition to incorporating the E-FOIA amendments, CH-3
provides policy on privacy statements, use of “cookies” on Coast Guard web sites, and scrubbing of
Coast Guard web sites of all personal and other sensitive information. Major changes have been made to
the following chapters:
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COMDTNOTE 5260
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Chapter 2 -- Announces that an Electronic FOIA Reading Room has been added to the Coast Guard
web site for frequently requested records.

Chapter 4 -- Advises that list of denial officials is now accessible on the Coast Guard intranet web
site.

Chapter 5 -- Explains expedited and multi-track processing and how we should notify requesters of
information withheld in electronic records.

Chapter 8 -- Describes Coast Guard intranet web site containing the list of (b)(3) statutes that permit
withholding of records such as contract proposals, procurement integrity information, security plans,
and procedures or programs for passenger vessels or passenger terminals. Certain units have been
added or deleted from the list of sensitive and routinely deployable units. It also discusses using
exemption 2 in accordance with the Ashcroft Memorandum.

Chapter 9 -- Describes how to show the requester the volume of non-disclosed records, and explains
the application of a sound legal basis in accordance with Ashcroft Memorandum when applying
exemptions to withhold records.

Chapter 10 -- Chapter was completely rewritten. Describes circumstances that would justify an
appeal. Describes responsibilities of G-CIM and the recordholder in the appeal process. Identifies
the Director of Information and Technology as the appeal authority. Describes multi-track and
expedited processing.

Chapter 11 -- Adds schedule for calculating search and review costs and advises of “Do It Yourself”
web site that allows for electronic FOIA payments.

Chapter 20 -- Identifies current reporting requirements for the Annual Report to Congress that is
required cach fiscal year and is due the Department of Justice not later than February 1 of each year.

Chapter 22 -- This is a new chapter. Identifies procedures for posting clear privacy policies,
scrubbing personal and other sensitive information, and monitoring the use of “cookies” on CG web
sites.

Enclosure (1) -- Incorporates new FOIA Annual Report format.

Enclosure (5) -- Incorporates consultation letter that would notify persons who were required or
volunteered to submit business information to the Coast Guard that a request for their information
has been received by the Coast Guard.

5. PROCEDURE.

a.

Remove and insert the following pages:




REMOVE PAGES

i thru iv

1-1 thru 1-2
2-1 thru 2-6
4-1 thru 4-5
5-1 thru 5-19
8-1 thru 8-18
9-1 thru 9-4
10-1 thru 10-3
11-1 thru 11-9
20-1
Enclosure (1)
Enclosure (5)

Enclosure (6)

COMDTNOTE 5260

INSERT PAGES APR 2 5 2002

1 thru v CH-3

1-1 thru 1-2 CH-3
2-1 thru 2-6 CH-3
4-1 thru 4-6 CH-3
5-1 thru 5-27 CH-3
8-1 thru 8-19 CH-3
9-1 thru 9-4 CH-3
10-1 thru 10-4 CH-3
11-1thru 11-11 CH-3
20-1 CH-3

22-1 thru 22-5 CH-3
Enclosure (1) CH-3
Enclosure (5) CH-3

Enclosure (6) CH-3

b. Make the following pen and ink changes:

Strike “G-SI” and insert “G-CIT” wherever it appears in the Manual.

Strike “G-SII” and insert “G-CIM” wherever it appears in the Manual.

Strike “G-SII-2” and insert “G-CIM-2” wherever it appears in the Manual.

S. HEIN

Adting Director of Information and Technology

Encl: (1) CH-3 to The Coast Guard Freedom of Information and Privacy Acts Manual
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CHAPTER 1. | NTRODUCTI ON

A popul ar Governnent, w thout popul ar
I nformation, or the neans of acquiring it,

but a Prologue to a Farce or a Tragedy; or,
per haps both. Know edge will forever govern
i gnorance: and a people who nean to be their
own Governors, nust armthenselves with the
power know edge gi ves.

-- Janmes Madi son

A. Purpose of the Freedom O Information Act. The Freedom of
Information Act (FOA), 5 US.C. 8 552, establishes a
presunption that records in the possession of agencies and
departnents of the Executive Branch of the United States
Governnent are accessible to the people. The basic prem se
is that the public has a right to know what the Governnent
is doing, howit is being done, and what information is
bei ng coll ected. However, to prevent harmto individuals,
busi nesses or the Governnment fromrel ease of certain
information, the FO A includes |limted authority to
wi t hhol d records fromthe public.

B. History. Before enactnment of the FOA in 1966, the burden was
on the individual to establish a right to exam ne Gover nnent
records. There were no statutory guidelines or procedures to
hel p a person seeking information. There were no judicial
remedi es for those denied access. Wth the passage of the
FO A, the burden of proof shifted to the Government. Those
seeking information are no |onger required to show a need for
information. Instead, the “need to know standard has been
replaced by a “right to know doctrine. Major amendnents to
the FO A passed in 1974 and 1986. The 1986 anendnents nmade a
provision for certain | aw enforcenent records to be treated
as not subject to the requirenents of the Act and al so
est abl i shed new gui delines for fees charged by agencies for
providing records. 1In 1996, the FO A was further anended by
the “El ectronic Freedom of Information Act Amendnents of
1996” (E-FO A). This inportant |egislation established new
time limts for the Governnent to respond to FO A requests,
as well as set standards for handling agency backl ogs, deni al
letters, the FO A Annual Report to Congress, and public
reference guides. It provides additional guidance on
processi ng paper records. Because the Governnment is noving
toward a nore el ectronic environnent for conmmunications and
record keeping, E-FO A addresses those issues and sets
st andards on how we nmaintain and di ssem nate el ectronic
records. This is the first tine the Governnent has been
required to maintain certain records in
el ectronic format and to provide sone records in electronic
format upon request.
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Who May Request Records Under the Act. The FO A
specifies that records nust be nmade available to any
“person,” which enconpasses individuals (including foreign
citizens), partnerships, corporations, associations and
foreign, state or |ocal governnments. The definition of
“person” does not, however, include other Federal
governnent agencies; therefore, requests for Coast CGuard
records from ot her Federal agencies are not considered FO A
requests and are not processed under the requirenments of
the Act. W share investigatory materials with state and
| ocal |aw enforcenent agencies. The only exception to this
broad “any person“ standard is for those who flout the |aw,
such as a fugitive fromjustice. Requesters do not have to
explain or justify reasons for their requests.

Provisions of the FOA. The FO A sets standards for

det erm ni ng which records nust be nade avail able for public
i nspection and which records can be withheld from

di sclosure. The statute specifies tinme limts for agencies
to respond to a request. There is a provision for fees to
be charged to requesters to cover the governnent’s costs of
processing requests. The |law al so provides adm nistrative
and judicial renedies for those denied access to records.

Coast Guard Policy On Record Access. It is the
Commandant’s policy to make records naintai ned by the Coast
Guard available to the public to the greatest extent

possi ble in keeping with the spirit of the FOA while

bal anci ng the need to protect privacy and security

i nterests.
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CHAPTER 2. DEFI NI TI ONS

A.

"Agency" includes any executive departnment, mlitary
depart ment, governnent corporation, governnent-
controll ed corporation, or other establishnent in the
executive branch of the Governnent (including the
Executive Ofice of the President), or any independent
regul atory agency.

"Conputer Matching" is the process of using a conputer
to conpare two data bases in order to find common data
el enents.

"Data Integrity Board" is a group of senior officials
desi gnated by the head of an agency responsible for
review ng, approving and nmaintaining all witten
agreenents for receipt or disclosure of agency records
for conputer natching prograns.

Denial: The decision nmade by a Denial Authority to
wi thhold all or portions of requested information.
There are two types of denials:

1. Initial. When an official holding denial authority
(See Chapter 4) refuses records access to a
requester upon original request, citing one or nore
exemptions in 5 U S . C 552 or 5 US C 552a.

2. Final. When Commandant (G CIT) upholds an initial
deni al upon appeal fromthe requester. The final
denial is subject to the concurrence of the General
Counsel for the Departnent of Transportation (C-
10).

Deni al Authority: Those individuals identified in
Chapter 4 as having authority to deny records.

Determ nation: The decision to release or w thhold
requested information.

"Di scl osure neans comruni cating information froma
record to a person or entity.

Di scretionary Rel ease Under FO A: Information/
docunents which fall under one of the nine exenptions
but do not pose a harmto agency operations or to an
individual if they are released to the public. Agencies
may make discretionary rel eases of material under the
FO A as a matter of good public policy and
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governnent accountability where there is no "foreseeable
harm in the release of the material. Under limted

ci rcunstances, a discretionary rel ease by the agency
does not necessarily waive their ability to invoke FO A
exenptions for simlar or related material in the
future.

"Federal benefit program neans any program admni ni stered
or funded by the Federal Governnent, or by any agent or
state on behalf of the Federal Governnment, providing
cash or in-kind assistance in the form of paynents,
grants, |oans, or |oan guarantees to individuals.

"Federal personnel” neans officers and enpl oyees of the
Governnent of the United States, nenbers of the

Uni formed Services (including nmenbers of the Reserve
conponents), and individuals entitled to receive

i medi ate or deferred retirenent benefits under any
retirement program of the Governnment of the United
States (including survivor benefits).

"First Party Requester” is an individual (U S citizen
or alien lawfully admtted for permanent residence) who
is requesting records/information about hinmlher froma
Privacy Act systemof records. These requests are
processed under both the Privacy and Freedom of

I nformati on Acts.

Freedom of Information Act/Privacy Act (FO A/ PA)
Coordi nators

1. At Headquarters, those officials designated, in
witing, to be the central point of contact for al
FO A and Privacy Act cases referred by Commandant
(GCIM2) to their office or division. They are
designated as such by the Chief of their Ofice or
special staff division. A copy of the letter of
desi gnation should be forwarded to Conmandant
(GCIM2). Include the Coordinator's office
routi ng synbol, phone nunber, FAX nunber, and
el ectronic mail (e-nmail) address. Coordinators
should be famliar with both Acts, program changes
and adm ni strative processes, training
opportunities and recent court decisions in order
to provide guidance to personnel handling FO A PA
requests.
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2. In the field, those officials designated, in
witing, to be the central point of contact for
all Privacy and Freedom of Information Act matters
within their area, district, maintenance and
| ogi stics command, or Headquarters unit. They are
desi gnated as such by the area conmander, district
commander, M.C commander or conmmandi ng of fi cer of
a Headquarters unit. A copy of the letter of
desi gnation should be forwarded to Conmandant
(GCIM2). Include the field official's unit
address, routing synbol, phone nunber, FAX nunber,
and e-mail| address. Field officials should be
famliar with both Acts, program changes and
adm ni strative processes, training opportunities
and recent court decisions in order to provide
gui dance to personnel handling FO A/ PA requests.

"For official Use only" (FOUO is assigned to official
uncl assified i nformati on which requires protection

agai nst uncontrolled release to the public. The "FOUO
designation is neant to be used as an awareness tool to
flag material which may be exenpt fromrel ease under
the FOA (only information which is exenpt from

di scl osure to the public under exenptions 2 through 9
of the FOA). FOUOis not authorized as a form of
classification to protect national security interests.

Freedom of Information and Privacy Acts Oficer: The
of ficial who, under the supervision of Commandant
(GCIM2), is responsible for inplenenting, overseeing
and providi ng gui dance concerning the Privacy and
Freedom of Information Acts, Coast Guard-w de.

"Functional Request:" A request for records that does
not specifically cite or inply the FOA.  The
functional program manager answers each functional
request. However, if the functional nanager detern nes
that information will be denied based on a FO A
exenption, forward the request to the appropriate FO A
of fice for assignnment of a control nunber prior to
processi ng under the FO A

"Individual" as defined in the Privacy Act (PA), neans
a citizen of the United States or an alien lawmully
adm tted for pernanent residence.

"Mat chi ng progrant neans any conputerized conparison
of: (1) two or nore automated system of records or a
system of records wi th non-Federal records for the

pur pose of establishing or verifying eligibility of or
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continuing conpliance with statutory and regul atory
requi rements by, applicants for, recipients or
beneficiaries of, participants in, or providers of
services with respect to, cash or in-kind assistance or
paynments under Federal benefit prograns or recouping
paynents or delinquent debts under such Federal benefit
programs, or (2) two or nore automated Federal personnel
or payroll systens of records or a system of Federa
personnel or payroll records wth non-Federal records.

“"Mai ntain" includes maintain, collect, use or
di ssem nat e.

"Non- Federal agency" neans any state or | ocal
government, or agency thereof, which receives records
contained in a systemof records froma source agency
for use in a matchi ng program

Person: As specified in the FOA is interpreted to
mean an individual (including foreign citizens),
partnership, corporation, association or foreign, state
or local government. "Person" does not include another
Federal governnent agency.

"Reci pi ent agency" neans any agency, or contractor
t hereof, receiving records contained in a system of
records froma source agency for use in a matching
program

Record Under FO A:

1. The Suprenme Court has articulated a basic, two-part
test for determ ning what constitutes an "agency
record" under the FO A: "Agency records" are

docunents which nust be (1) either created or
obt ai ned by an agency, and (2) under agency control
at the time of the FO A request.

2. For the purpose of requests made under FO A, a
record includes: "any witing, draw ng, map,
recording, tape, film photograph or other
docunentary material by which information is
preserved. The termal so includes any such
docunentary material stored by conmputer.”™ However,
the term does not include uncircul ated personal
not es, papers and ot her docunents created and
mai nt ai ned solely for the personal conveni ence of
Coast CGuard personnel and over which the agency
exercises no control. NOTE: |If a request is nmade
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for personal records of a Coast Guard official or
enpl oyee, that request is denied since the FOA
does not apply to them However, the information
nmust be retained until the requester's appeal and
litigation rights expire. This is required for the
benefit of any review ng court.

3. Title 44 U S.C. 3301 defines records to include
"all books, papers, maps, photographs, machine-
readabl e materials, or other docunentary material s,
regardl ess of physical formor characteristics,
made or received by an agency under Federal |aw or
in connection with the transaction of public

busi ness. "

4. FO A applies only to "records" maintained by
"agencies" within the Executive Branch of the
Federal Governnent. "Records" do not include

records maintained by state governnents,
muni ci palities, the courts, Congress or private
citizens.

5. The format in which a record is maintained by an
agency does not affect its availability. A request
may seek a printed or typed docunent, sound or
vi deo recording, chart, map, architectural draw ng,
conputer printout, conputer tape, film photograph
or any other medium by which information is
preserved.

6. “Frequently requested records” are records created
on or after Novenber 1, 1996, regardl ess of formor
format, that have been rel eased to any person under
FO A and which the Coast Guard detern nes have been
or, because of the nature of their subject matter,
are likely to be requested nore than three tines.
The Coast CGuard el ectronic reading roomweb site
(http://ww.uscg. ml/hg/g-s/g-si/g-siilsii-2/

El ectroni c_Readi ng_Room htm features an index of
“frequently requested records.”

"Record," as defined in the PA neans any item

col l ection, or grouping of information about an

i ndi vidual that is maintained by a Federal agency

i ncluding, but not limted to, education, financia
transactions, nedical history, and crimnal or
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AC.

AD.

AE.
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enpl oynent history and that contains the nane,

i dentifying nunber, synbol, or other identifying
particul ar assigned to the individual, such as a finger
or voice print or photograph.

Required rel ease under FO A - information/docunents that
do not fall within any of the nine exenptions in the
FO A are required to be rel eased.

"Routine use" nmeans, with respect to the disclosure of a
record, the use of such record for a purpose which is
conpatible with the purpose for which it was coll ected.

“Search” means to review, nmanually or by automated
nmeans, agency records for the purpose of |ocating those
records which are responsive to a request.

"Source agency" means any agency which di scl oses records
contained in a systemof records to be used in a

mat chi ng program or any state or |ocal governnent, or
agency thereof, which discloses records to be used in a
mat chi ng program

"System Manager" is the official responsible for the
overall policies and procedures of a system of records.

"System of records” nmeans a group of any records under
the control of any agency fromwhich information is
retrieved by the nanme of the individual or by sone

i dentifying nunber, synbol or other identifying
particul ar assigned to the individual.

(1) A "new systemof records" is one for which a notice
has not been published in the Federal Register.

(2) An "altered systemof record" is one which has been
reported in the Federal Register but has
"significantly" changed since publication. (See
Chapter 18 for gui dance.)

"Statistical record" neans a record in a system of
records maintained for statistical research or reporting
pur poses only and not used in whole or in part in making
any determ nation about an identifiable individual.

Third Party Requester: A "person"” as specified in the
FO A who requests information about an individual that
is contained in a PA system of records. These requests
are processed under the FO A
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CHAPTER 4. DELEGATI ON OF AUTHORI TY UNDER FO A

A. FO A Rel ease Authority.

1. Del egation of Release Authority. Authority to nake
records avail able under the FO A is del egated

t o:

a. Area Conmmanders.

b. Di strict Conmanders.

cC. Commander s of Mai ntenance and Logi stics

Conmmands.
d. Superintendent, Coast Guard Acadeny.
e. Directors of Headquarters Directorates.

f. Chiefs of special staff elenents at
Headquarters.

g. Director, National Pollution Funds Center.
h. Commandi ng O ficers of Headquarters units.

i The Coast Guard Freedom of Information Act
O ficer at Headquarters.

Authority to deny records under the FOA is
restricted. Refer to Chapter 4-B for information
on deni al authority.

2. Scope of Del egation. Unless specified below, the
authority to nmake records available applies to
all records (originals or copies) in the custody
of units listed above and units subordinate to
themin the chain of command:

a. A request for classified records shall be
processed per the Cassified Information
Security Program COVDTI NST M5510. 23
(series), Section 10-G. Those portions of
docunents which remain classified after the
procedures required by the C assified
I nformation Security Program COVDTI NST
Mb510. 23 (series), Section 10-G have been
conpl eted shall be withheld by an official
listed in Section B below, citing exenption
1 of 5 U S C 552
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Uncl assified portions of the record may be
rel eased by any FO A rel ease authority.

. Requests for classified docunents in the

custody of the Coast Guard but classified by
anot her agency will be referred to the

cl assi fying agency for processing and direct
response to the requester. The requester
will be notified of the referral by the
program of fice.

Requests for Coast Guard docunents
containing information that originated with
ot her Federal agencies will be processed
after consultation with the originating
agenci es regarding the rel ease or

wi t hhol ding of the information. After
consul tation, the Coast Guard will nake the
consol i dated response to the requester.

For records which originated with or were
obtai ned by a state or |ocal governnent, a
territory or possession of the United
States, or a foreign governnent, the

determ nation as to release will be nade by
the Coast CGuard only after consultation with
the state or |ocal governnent or foreign
gover nment .

Those portions of records marked "For
Oficial Use Only" per Chapter 7 of this
Manual , shall be released only by the
originator or an official senior in the
chain of command to the originator

Comput er records may be rel eased by the
official who requires that the conputer
record be created and/or maintained, or by a
senior to that official in the chain of
command, or by the unit that maintains the
dat abase. This limtation does not apply to
paper records that formthe basis for
conput er dat a.
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FO A

g. | nvesti gati ons conducted by Special Agents
(crimnal, National Agency Checks,
Background I nvestigations) shall only be
rel eased by the Commandant. This |imtation
applies only to FO A or PA requests.

h. Records of Cass A or Class B Mshap
Anal ysi s Boards shall only be rel eased by
t he Commandant (G VKS).

i Unl ess approval is secured fromthe
copyright holder, the Coast Guard will not
reproduce or otherw se dissenm nate a copy
of a copyrighted work to a requester under
the FO A However, the Coast CGuard wll
make arrangenments to enable a requester to
review the copyrighted work at a Coast
Guard facility.

J - Long-range acquisition estimtes, such as
t he Advanced Acquisition Plan, nay only be
rel eased by the Conmandant (G CPM.

k. Records concerning planned or proposed unit
cl osings, functional shifts or
reorgani zations shall only be rel eased by
the Commandant. This limtation does not
apply after the Commandant has made t he
deci si on public.

Redel egati on Aut hori zed. The authority to

rel ease records shoul d be redel egated as w dely
as possible to assure that records may be nade
readily available to the public at the | owest
practi cable adm nistrative |evel.

Deni al Authority.

Del egation of Denial Authority. Authority to
deny di scl osure of records and requests for fee
wai vers/reducti ons and expediting processing in
response to FO A requests is restricted. You can
view the list of denial officials on the Coast
Guard FO A Honme Page, http://cgweb.uscg.ml/g-
s/g-si/g-sii/sii-2/foia.htm under FOA Initial
Deni al Authority.




2. Redel egati on Prohibited. The authority to deny
di scl osure of records or requests for fee
wai ver s/reductions and expedited processing shal
not be redel egated, except by the Director of
| nformati on and Technology (GCIT).

C. Di sciplinary Action Under the FOA The officer or
enpl oyee primarily responsible for w thhol di ng of
records may be subject to investigation by the Special
Counsel of the Merit Systenms Protection Board if the
followng three jurisdictional prerequisites are net:

1. A court orders production of agency records found
to be inproperly wthheld;

2. The court awards attorney fees and litigation
costs to the plaintiff; and

3. The court issues a specific witten finding of
suspected arbitrary and capricious conduct on the part
of the officer or enployee.

D. Systens of Records Exenption Authority.

1. The Chief of Staff of the Coast Guard is del egated
authority under 49 CF. R Part 10 to:

a. Exenpt specified systens of records from
speci fied provisions of the PA

b. Make final adm nistrative determ nati ons not
to di scl ose or anend a record.

The above authority may not be further
redel egat ed.

E. Privacy Act Systems of Records Denial Authority.

1. Coast Guard Systens of Records.

a. The System Manager is the only person who is
authorized to issue an initial denial of
access to or amendnent of a record.
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C.

Wai ve or reduce fees for copies of docunents
when wai ver or reduction is considered in
the public interest because furnishing the
information can be considered as primarily
benefiting the general public.

Deni al authority nmay not be redel egat ed.

2. O fice of Personnel Managenent (OPM Systens of

Recor ds.

a.

The following officials are authorized to
initially deny access to or anmendnent of
records, in the custody of the Coast Guard,
for the OPMrecord systens indicated.
Deni al authority may not be redel egated.

(1) Chief, Human Resources Directorate for

(a) OPM GOVT-1 General Personnel
Recor ds.

(b) OPM GOVT-2 Enpl oyee Performance
File System Records.

(c) OPM GOVT-3 Records of Adverse
Actions and Actions Based on
Unaccept abl e Perfornmance.

(d) OPM GOVT-5 Recruiting, Exam ning,
and Pl acement Record.

(e) OPM GOVT-6 Personnel Research and
Test Validation Records.

(f) OPM GOVT-7 Applicant Race, Sex,
National Origin, and Disability
St at us Records.

(g) OPMGOVT-9 File on Position
Cl assification Appeals, Job
Gradi ng Appeal s, and Ret ai ned
Grade or Pay Appeal s.

(2) Drector of Health Safety for
OPM GOVT- 10 Enpl oyee Medical File
Syst em Recor ds.



F. Penal ti es.

1.

CH-3

Penalties for Violation of the Privacy Act.

a. Any officer, nenber or enployee of the Coast

Guard who, by virtue of his or her official
position, wllfully and know ngly discl oses
individually identifiable information in
violation of 5 U.S.C. 552a to any person or
agency not entitled to receive it, shall be
guilty of a m sdeneanor and fined not nore
t han $5, 000.

Any officer, menber or enpl oyee of the Coast
Guard who willfully maintains a system of
records without neeting the notice

requi rements shall be guilty of a

m sdeneanor and fined not nore than $5, 000.

Any person who knowi ngly and willfully
requests or obtains any record concerning an
i ndi vi dual from an agency under fal se
pretenses shall be guilty of a m sdenmeanor
and fined not nore than $5, 000.
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CHAPTER 5. PROCEDURES FOR HANDLI NG FO A REQUESTS

A

Requirenents for FO A Requests. Each Federal agency
is required to publish its procedural regulations
governing access to its records under the FOA.  These
regul ations nust informthe public of: where and how
to address requests; the types of records nmaintained
by the agency; its schedule of fees for search and
duplication; its fee waiver criteria; and its

adm ni strative appeal procedures. Although an agency
may occasionally waive sone aspect of its published
procedures for reasons of public interest, speed or
sinplicity, no special requirenment nmay be inposed on a
requester beyond those prescribed in the agency's
regul ations. Regulations for the Departnent of
Transportati on and Coast Guard can be found in 49
CFR Part 7.

1. Freedom of Information Act Request: The request
to the Coast Guard should state that it is being
made under the FO A and nust neet the follow ng
requi rements before the 20-day tine limt for
responding to a request starts to run:

a. The request nust be in witing using
el ectronic or regular mail, or electronic
facsimle.

(1) The envelope in which the request is
sent should be prom nently marked
"FO A"

(2) Use of Coast Guard e-mail, stationery
and/ or postage to submt a FO A request
i s not authorized.

(3) The request should be addressed to the
of fice at which the records are | ocated.
If the office is unknown, the request may
be mailed to Conmandant (GO M2).

b. The request nust reasonably describe the
requested information. In determning
whet her a request "reasonably describes" the
records, it may be necessary to contact the
requester for clarification. The Coast
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2.

Guard has a duty to help requesters obtain
records they desire. Reading a poorly-

wor ded request narrowly, thereby denying
access to records that exist and are
desired, wll sinply result in further
correspondence and additional work at a

| ater date. Conversely, the fact that a
FO A request is overly broad or "burdensone"
does not, in and of itself, allow the Coast
Guard to deny that request on the grounds
that it does not "reasonably describe"”
records. It is inportant to work with the
requester to pin down an accurate
description of the records desired in order
to satisfy the request while keepi ng down
costs for both the requester and the agency.

O her Witten Request: A witten request for
records in the custody of the Coast Guard which
neither cites, inplies nor indicates a know edge
of the FOA will not be treated as a request
under the Act unless the functional program
manager determnes all or part of the information
requested will be denied. This also applies to
witten requests that:

a. Request docunents identified in Chapter 6 of
t hi s Manual

b. Cite a specific statute, regulation or
procedure, other than the PA or FO A

C. Request information which is not obtained

fromrecords. See the Public Affairs
Manual , COVDTI NST Mb728.2 (series) for
gui dance.

When Records WII Be Denied. Wen rel ease of
records in the custody of the Coast Guard will be
deni ed, the procedures outlined in Chapter 9 in
this Manual mnust be foll owed whether or not the
request cites the FO A

Requests from Menbers of Congress. |ndividua
menbers of Congress possess nerely the rights of
access guaranteed to "any person" under the FO A
A request froma U S. Senator or Representative
made on behal f of a constituent shall be treated
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as a third party FO A request unless the request
attaches a specific witten release fromthe

i ndi vidual to whomthe records pertain. The
Senat or or Representative shall be inforned of

t he di sposition of the case. However, Congress
as a body (or through its commttees and

subconmi ttees) cannot be denied access to
information on the grounds of privacy exenptions.

5. Requests from O her Executive Branch Agencies.
Requests from ot her Federal agencies for copies
of Coast CGuard records are not considered FO A
requests and are not subject to the requirenents
of the Act.

6. Requests from Foreign, State, and Loca
Gover nnent Agencies. Requests for records from
these entities shall generally be treated in the
same nmanner as ot her FO A requests.

Time Provisions. An initial determnation as to

whet her to release or withhold a record requested
under the FO A shall be nade within 20 days (excl uding
Sat urday, Sunday and | egal holidays) after the request
is received. The actual records are not required to
be rel eased within the 20 days, but access to the
records should be granted as soon as practicable
thereafter. Tinme limts for processing FO A requests
begi n when the request is identified as being a FO A
request and is received by the FO A coordi nator for
the unit where the records are | ocated.

1. Extensions of the Tinme Limt.

a. Tine limts may be extended 10 wor ki ng days
i n unusual circunstances by witten notice
to the requester of the date on which a
determ nation is expected to be dispatched.
When the extension is for nore than ten
wor ki ng days, the Coast CGuard will provide
the requester with an opportunity either to
nodi fy the request so that it may be
processed within the tinme limts or to
arrange an alternative tinme period with the
Coast Cuard for processing the request or a
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nmodi fied request. Unusual circunstances,
allowed by law, are limted to the foll ow ng
reasons:

(1) To search for and collect the requested
records fromunits other than the unit
processi ng the request;

(2) To search for, collect and
appropriately exam ne a vol um nous
anount of separate and distinct records
whi ch are demanded in a single request;
or

(3) To consult with another agency or
bet ween two or nore conponents of the
Coast Guard having substantial subject
matter interest in-the records.

The statutory extensions of tinme authorized
by 5 U S. C 552(a)(6)(B) shall not be used
wi t hout the prior approval of your servicing
| egal office. Attenpts should be nade to
negotiate a longer tinme directly with the
requester to elimnate the need to formally
i nvoke the 10-day extension. Requests from
the field for extensions nust be in witing
and may be made by nessage, or letter. |If
extension is made by letter, FAX a copy to
Commandant Commandant (G CIM2). Requests
for extensions nust include:

(1) A description of the records requested.

(2) Identification of the person naking the
request.

(3) A summary of the reasons for requested
extension citing the pertinent "unusua
ci rcunst ances. "

(4) The nunber of days extension requested.

Requests for extensions fromoffices or

special staff divisions at Headquarters wl|
be by nmeno to Conmandant (GCM.

5-4



Exercising "Due Diligence" in Processing
Requests. An agency's failure to conply with the
time limts for either the initial request or

adm ni strative appeal may be treated as a
constructive exhaustion of adm nistrative
remedi es and a requester may i nmedi ately seek
judicial review. An agency nust be able to show
to the court that it is applying "due diligence"
in processing requests. To this end, the
foll owi ng procedures are required:

a. Requests are processed on a “First-In/First-
Served” basis, unless a requester asks for
and has been granted expedited processing
Cont act your legal servicing office if
contenpl ating taking a request out of turn.

(1) "First-In/First-Served" Policy.
Requests shall be processed in order of
receipt. This policy does not nean
that action on one request nust be
conpl eted before the next one can be
started, but rather that initial steps
to respond to requests should begin and
continue in the order that requests are
received. (See Multi-track Processing
at V.B. 4. below)

(2) The only exception to the “First-
In/First-Served” policy is when the
requester has asked for and been
granted expedited processing.

b. Keepi ng the Requester |Inforned of Progress
Made. I n cases involving extensive search
and/or review tine, retrieval of records from
t he Federal Records Center, or consultation
with third parties, it is inportant to keep
t he requester infornmed of the progress being
made on the request by neans of interim
correspondence. Many requesters will not
require the Coast CGuard to formally seek the
10 day extension tine if they have been
noti fi ed when they can expect their request
to be conpleted and if they see evidence
that their request is being processed.
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Expedi t ed Processi ng of Requests. A request for
expedi ted processing nust include a qualified
conpel I i ng need.

a. Upon witten request by the requester,
requests and appeals will be processed
ahead of other requests in the queue if
t he requester includes a reason which
nmeets one or both of the foll ow ng
criteria:

(1) G rcunstances in which the |ack of
expedi ted treatnment coul d reasonably be
expected to pose an inmnent threat to
the life or physical safety of an
i ndi vi dual ;

(2) Requests nade by a person primarily
engaged in dissem nating information,
with an urgency to informthe public of
actual or alleged Federal Governnent
activity.

b. A request for expedited processing may be
made at the tinme of the initial request for
records or at any later tine. For a pronpt
determ nation, a request for expedited
processi ng nust be received by the proper
conponent. The proper conponent is that
conponent that nmintains the records
request ed.

c. A requester who seeks expedited processing
must submit a statenment, certified to be
true and correct to the best of that
person's know edge and belief, explaining in
detail the basis for requesting expedited
processing. For exanple, a requester nust
establish that he or she is a person whose
mai n professional activity or occupation is
i nformati on di ssem nation, though it need
not be his or her sole occupation. A
requester nust establish a particul ar
urgency to informthe public about the
Federal governnent activity involved in the
request, beyond the public’s right to know
about Federal government activity generally.
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The formality of certification may be wai ved
as a matter of discretion.

d. Wthin ten cal endar days of receipt of a
request for expedited processing, the
recordhol der will notify the requester of
the decision to grant or deny the request.
| f a request for expedited treatnent is
granted, the request wll be given priority

and processed as soon as practicable. If a
request for expedited processing is denied,
any appeal of that decision will be acted

on expeditiously.

4, Mul ti-track Processing of Requests

a. Mul ti-track processing is an option
whi ch all ows you to segregate requests
i nto queues by request type (for
exanpl e, sinple and conplex). You
choose a category based upon your | ocal
experi ence and needs.

b. For exanple, the Conmandant (G- CI M
FO A staff divides FO A appeals into an
adm nistrative (sinple) track (requests
for expedited processing, fee
reducti ons/wai vers, etc.) and a
substantive (conplex) track (decisions
to deny records).

C. Organi ze your work so that both tracks are
processed concurrently; conplex requests
cannot |l anguish to facilitate the
processing of sinple requests. |If
processing tinme does not vary
significantly by type, then bifurcation
into sinple and conplex tracks is
unnecessary.

Search Procedures. The Coast Guard nust make a
t horough effort to |locate any reasonably descri bed
records for which a request is made. The Coast Guard
shal | nmake reasonable efforts to search for records in
el ectronic format, except when such efforts woul d
significantly interfere with the operation of a Coast
Guard automated system The term “search” includes
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all time spent |ooking for material that is responsive
to a request, including page-by-page or line-by-line
identification of material w thin docunents.

Searching for material nust be done in the nost
efficient and | east expensive manner so as to mnimze
costs for both the Coast Guard and the requester. For
exanple, a line-by-line search should not be done when
merely duplicating an entire, wholly rel easabl e
docunent would prove the | east expensive and qui cker
nmet hod of conplying with a request.

1. Reasonabl e Description of Records. (See
5.A.1.b.)

2. Exi sting Records. The FO A applies only to
records that exist at the tine a request is
received. The Coast Guard is not required to
conpile, create or procure a record solely for
t he purpose of nmaking it avail abl e under the
FO A.  Requesters cannot require the Coast CGuard
to make automatic rel eases of records as they are
creat ed.

3. El ectronic Records. The Coast Guard is not
required to wite new conmputer prograns to search
for data not already conpiled for agency purposes
or to edit conputerized data files so as to
effectively create new records. Data readily
avai l abl e in databases with easily-operated query
prograns should be rel eased. Records wll be
provided in the format sought by the requester if
the record is readily reproducible in the
requested format. The Systens Manager chooses
the form of disclosure (e.g., floppy disk,
magnetic tape, printout) only when the FO A
requester has either not specified the format or
when the requested format is not feasible.

4, Records Located at Federal Records Centers of the
National Archives. For the purposes of the FOA:

a. Coast CGuard records (except civilian and
mlitary personnel files) sent to a Federal
Records Center (FRC) via a Records
Transmttal and Receipt, SF-135, are the
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property of the Coast Guard. Requests for
t hese records shall be processed by the
Coast Guard unit which transferred themto
t he FRC

Coast CGuard records sent to AND accepted by
FRC s of the National Archives via a Request
to Transfer, Approval, and Recei pt of
Records to National Archives of the United
States, SF-258, are the property of the
Nat i onal Archives. Requests for these
records shall be forwarded to the
appropriate FRC of the National Archives for
a direct reply to the requester. Addresses
for the various FRC s are |ocated on the
Nati onal Archives website at ww. hara. gov
(Note that pendi ng acceptance by the
Nat i onal Archives, the records remain the
property of the Coast Guard.)

Records of Coast Guard military personne

| ocated at the National Personnel Records
Center are the property of the Coast Cuard
for a specified time franme. Requests for

t hose records shall be forwarded to
Commandant Commandant (G CIM2) for control
prior to processing.

See the Coast Guard Paperwork Managenent
Manual , COVDTI NST Mb212. 12 (series) for

detailed information concerning records

retention, transfer and di sposal.

For records |ocated at Headquarters, submt
requests to Conmandant Conmmandant (G C M 2).

Prelimnary Search for Responsive Records. Upon

recei pt of the request in the action office, a
prelimnary survey shall be conducted to
determ ne whether any records are subject to the
request.

a.

If a prelimnary search indicates that a
| ar ge nunber of records fall within the
scope of the request, or that a | engthy
search will be required to |ocate the
request ed docunents, the action office
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should so informthe requester and an effort
made to clarify or refine the request both
to reduce the adm nistrative burden on the
Coast Guard and to reduce the costs which a

requester will otherw se incur.
b. When it is estimted that search, review,
and reproduction fees will be in excess of

$25. 00, the requester nust be advised in
witing of the estinmated fees, unless the
requester has indicated in advance his or
her willingness to pay fees as high as those
anti ci pat ed.

6. Responsi ve Records Located At More Than One Unit.
When records responsive to the request may be
| ocated at one or nore other units, one of the
foll owi ng procedures nust be foll owed:

a. I f the records requested are |ocated at one
or nore other units, the action office
refers a copy of the request to the other
unit(s) for a direct reply to the requester.
The action office notifies the requester of
the referral and the address(es) he/she
should wite if any questions arise
concerning the referral.

b. If the records are |ocated at units
subordi nate to the unit receiving the
request, the procedure in a. above may be
foll owed or the request nmay be coordi nated
by requiring all subordinate units to search
for and provide responsive records to the
coordi nating unit.

cC. For records | ocated at Headquarters,
requests should be forwarded to Commandant
(GClM2).

Revi ew of Records to Deternine Releasability. Once
the search has been conpleted, the records nust be
reviewed and a determ nation nust be nade concerning
their releasability. The term"review' refers to the
process of exam ning docunments |ocated in response to
a request to determ ne whether any portion of any
docunent located is permtted to be wthheld.
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Revi ew i ncl udes processi ng any docunents for

di sclosure, e.g., doing all that is necessary to
exci se them and ot herwi se prepare them for rel ease.
Revi ew does not include tine spent resolving general
| egal or policy issues regarding the application of
exenpti ons.

1. Denials are to be based ONLY on one or nore of
the nine exenptions contained in the FAOA  These
exenptions are to be narrowy construed and
applied sparingly. Merely because a record may
fall within an exenption does not mandate that it
be withheld in every instance. In sone
ci rcunst ances, the recordhol der may choose to
make a discretionary disclosure. Cassified
records and records mandat ed protection by
another |aw or statute cannot be discretionarily
di scl osed, and consideration shall be given to
adequately protect security and privacy

i nterests.
2. The | aw states that any "reasonably segregabl e"
portions of an otherw se exenpt record will be

provided to a requester after redaction of parts
which are not to be disclosed. The review
process may include redacting (blacking out)

mat erial which is exenpt. However, where non-
exenpt material is so "inextricably intertw ned"
t hat disclosure of it would | eave only
nmeani ngl ess words and phrases, or where the
editing required for partial disclosure would be
So extensive as to effectively result in the
creation of new records, the entire record nmay be
wi t hhel d. Consult your |egal servicing office if
contenpl ating a response which asserts materials
are nonsegregabl e.

3. In cases where an official wthout denial
authority believes that records or portions of
records which are responsive to a FO A request
shoul d be withheld fromthe requester, the
responsi ve records and request shall be forwarded
to an official in the chain of command with
denial authority. The proposed response nust
acconmpany a harm anal ysi s approved by the
servicing |legal office prior to forwarding for
signature.
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Response to the Requester. The cover letter prepared
to acconpany records mailed to the requester should
contain the following informati on, as applicabl e:

1. | dentification of the requester's original
|l etter, such as the date or nature of the
request.

2. The Coast Guard control nunber assigned to the

request.
3. A description or listing of the records provided.
4. A statenent of fees incurred, and instructions to

send paynent in the formof a check or noney
order made payable to "Treasury of the United
States.” The check nust include the Coast Cuard
control nunber used to identify the FO A request.
The check should be sent to the programoffice
responding to the request in order to clear their
records.

"No Records" Determinations. |In instances where no
records are |ocated, the Coast CGuard is responsible
for establishing that: an adequate search has been
conducted in response to the request, when applicabl e,
records have been destroyed, the | egal standard for
conducting a search is being net, and the requester is
informed of the right to appeal the "no records”

det er mi nati on

1. Search Description. Wthout information
detailing the search, the requesters can question
t he adequacy of the search and the Coast Guard is
open to appeals that could otherw se be avoi ded.
To provide better custoner service and to reduce
t he nunber of appeals associated with no records
determ nati ons, searches nust be docunented
adequately. The Commandant (G-CIM2) will remand
appeal s of no records determ nations to the
recordhol der if the recordhol der hasn’'t
adequat el y docunented the search in its response
to the requester. The docunentation of the
sear ch nust i ncl ude:
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a. The types of files reviewed (paper,
el ectronic format, mcrofiche, etc.).

b. The identifiers used to conduct the search
(SSI Cs, key words, phrases, subjects,
paraneters, etc.).

C. The date of the search, the organi zati on who
conducted the search and the people
i nvol ved, along with a point of contact
shoul d the requester have questions.

d. Any relevant or simlar informati on that may
be of use or interest to the requester.

e. | f you determ ne responsive records nmay
reasonably be | ocated at other Coast Guard
unit(s), you nmust either forward a copy of
the request to that unit(s) (and so inform
the requester) or informthe requester that
addi ti onal responsive records may exist at
the unit(s).

Destroyed Records. |If it is determned that the
records have been destroyed or, if there is a
guestion as to whether they once existed, inform
the requester. Include such information as:

a. The gui dance or regul ation that authorized
t he destruction of the records (i.e., The
Coast Cuard Paperwor k Managenent Manual
COVDTI NST Mb212. 12 (series), Ceneral Records
Schedul e) .

b. Proof of destruction (such as a receipt,
meno to file, etc.).

C. An expl anation concerning the practices
foll owed for nmintaining records in
guesti on.

Legal Standard. |In addition to adequately

docunenting the search, you nust advise the
requester of the legal standard to which the
Coast CGuard is held in nmaking a reasonable
search. The follow ng statenent nust be placed
after the search docunentation
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"We have determ ned that a reasonabl e search
for responsive records has been nmade and no
ot her places within the Coast Guard exi st
where the records are likely to be found.”

4. Appeal Rights. The requester nust also be
advi sed of the right to appeal the adequacy of
the search. The foll ow ng paragraph nust be
included in its entirety

"This is not a denial. W have searched our
records and have found no records responsive
to your request. W are, however, required
by law to informyou that you may appeal the
adequacy of our search. Your appeal mnust be
made in witing and you nust submt it
within 30 days fromthe date of receipt of
this letter. Your letter should indicate
that you are maki ng an appeal based on a
records" determ nation of a request nade
under the FO A and the envel ope shoul d be
prom nently marked "FO A Appeal ." Include
in your appeal the reason(s) you believe the
search was inadequate and a copy of the "no
records"” response. Send your appeal to:

no

Commandant (G C M 2)

U. S. Coast CGuard

Attn: FO A/ PA Oficer
2100 Second Street SW
Washi ngt on DC 20593- 0001

By providing as many details about your search as
you can in your initial response to the
requester, he/she nmay be satisfied and an appea
avoided. If an appeal is filed, the information
provided will ultimately reduce/elim nate appeal
processing tine.

G Speci al Situations.

1. Requests I nvolving Classified Docunents. A
request for records which contain classified
mat eri al shall be processed per the C assified
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I nformation Security Program COVDTI NST Mb510. 23
(series), Section 10-Gprior to a rel ease
det ermi nati on

Records Obtai ned from G her Gover nnent

Organi zati ons. Records which originated with or
wer e obtained by a part of the Federal governnent
ot her than the Coast CGuard, or by a state or

| ocal government or by a foreign governnent shal

be processed as provi ded bel ow

a. If the release of a record would be of
concern to anot her Federal agency, the
record will be nade available only after

consultation with the other interested
agency. Such records wll be processed as
fol | ows:

(1) If an entire docunent or page contains
i nformation provided by another federa
agency, the docunment or page will be
referred to that agency for a direct

rel ease by them In nost cases, the
requester should be advised of the
referral. However, if the

identification of the originating
agency would be contrary to the

nati onal security, the requester wll
not be informed. Contact Conmandant
(G OCl) via secure neans for gui dance.
The agency nust be provided wth:

(a) A copy of the initial request,

(b) A copy of the requested docunent
or page, and

(c) A copy of the letter notifying the
requester of the referral (if
appropriate).

(2) Exception to (1) above: 1In the case of
a third party request (an individual
maki ng a request involving information
about another individual), if the
records or docunents originated with
t he Federal Bureau of Investigation,
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b.

t he requester should not be infornmed of
the referral, unless there is already
evi dence that the requester is aware of
an FBI investigation. The purpose of
this procedure is to avoid

acknow edgnment of the existence of an
FBI investigation, thus protecting the
privacy of the subject of the

i nvestigati on.

(3) If a page contains information which
originated with another federal agency
and information which originated with
t he Coast Guard, the other agency shal
be consul ted concerning the rel ease of
their informati on. The consultation
shal | occur as foll ows:

(a) Provide the other agency a copy of
t he docunents with the information
originated by that agency clearly
i dentified.

(b) Ask that agency to advise the
Coast CGuard, in witing, if there
is any objection to rel ease of the
information and if there is an
objection, to specify the
exenption under the FO A and t he
reason for use of that exenption

| f a docunent originated with or contains

i nformation obtained froma state or |oca
government, or a foreign governnent, the
state, local or foreign governnment shall be
consul ted concerning the rel ease of their
informati on. The consultation shall occur
as foll ows:

(1) Provide the other agency with a copy of
t he docunents, with the information
whi ch originated with that government
clearly identified.

(2) Provide a copy of exenptions that m ght
apply to the records requested.
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(3) Ask that governnment to advi se the Coast
Guard, in witing, if there is any
objection to release of the information
and, if there is an objection, to
provide an opinion as to the FO A
exenption that may apply and the
associ ated reasons.

Consultation with Subm tters of Business or Financial

| nformation. The provisions of this paragraph shal

be followed to notify submtters of requests for its
records which nmay be exenpt from di scl osure under
exenption 4 of the FOA, and the Coast Guard may be
required to disclose the records. Wen an agency
determnes that it will release information at the
objection of the submtter, the submtter has a right
to sue the agency. This lawsuit is conmonly referred
to as a Reverse FOA. Confidential comrercial or
financial information nmay be protected fromrel ease
when di scl osure woul d anmount to violation of the Trade
Secrets Act, cause substantial conpetitive harmto the
submtter, or negatively inpact the agency's ability
to collect vital data in the future.

1. The submtter will be notified of a FO A request
for the records whenever

a. The informati on has been designated by the
submtter as confidential comerci al
i nformation; or

b. The Coast Guard has reason to believe that
di scl osure of the information could
reasonably be expected to cause substantia
conpetitive harmto the submtter, or inpact
the governnent’s ability to obtain
information in the future.

2. The notification required by a. or b. above shal
be in witing and should be simlar to the
exanple in enclosure (5). It should provide a

reasonable tinme (normally 10 days) to review the
records and provide a reply. Notify the
requester, in witing, of the requirenent to
contact the submtter of the information
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4. Careful consideration to all specified grounds
for nondi scl osure nust be given prior to making
an adm nistrative determ nation of the issue.
Whenever the Coast Guard nakes a decision to
di scl ose confidential comrercial information over
the objection of a submtter, the unit
responsi bl e for the decision nust first forward
to the submtter a witten notice which shal

i ncl ude:

a. A statenent of the reasons for which the
submtter's disclosure objection was not
sust ai ned.

b. A description of the business information to

be di scl osed or a copy of the records.

cC. A specific date on which the records will be
rel eased
5. VWhenever a submitter is notified that the Coast

Guard may be required to disclose information
specified in 4.a. and b. above, the requester
shal | be advised of that notice and that the
submitter is being given an opportunity to
conment .

6. Notice to the submtter is not required if:

a. The Coast Guard determ nes that the
i nformati on shoul d not be rel eased:;

b. The informati on has been | awful ly published
or otherwi se officially made available to
t he public.

cC. Di scl osure of the information is required by

law (other than 5 U S. C. 552).

d. The information was subm tted "voluntarily"”
and the Coast Guard has received specific
information fromthe submtter that the
i nformati on woul d customarily be released to
the public by the submtter. (See enclosure

(6).)
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Qui dance for Specific Types of Records. This section
provi des the Commandant's policy on rel ease of certain
types of records, under normal circunstances. This
guidance is not a limtation on the exercise of

rel ease or denial authority granted in Chapter 4. Nor
does it apply when other statutes, regulations or

ot her proceedi ngs provide for access to records (e.g.,
Uni f orm Code of MIlitary Justice, Personnel Manual,
Marine Safety Manual, suspension and revocation
proceedings). Consultation with the unit FO A

Coordi nator, the Coast Guard FO/PA Oficer, or
servicing legal officer, before making a rel ease
determ nation contrary to this guidance is required.
Consul tation is recommended so that the Coast Cuard
will be as consistent as possible in rel easing or

wi t hhol di ng the sanme type of information.

1. SAR Files. Requests for SAR Case Files are
normal ly granted, with the exception of privacy
informati on, e.g. hone addresses and tel ephone
nunbers. Those are normally w thhel d under
exenption 6 as a clearly unwarranted invasion of
the individual's personal privacy.

2. | nvesti gati ons Conducted by Coast Guard Speci al
Agent s.
a. I nformation froma personal security

investigation is nornmally w thheld, except
as specified bel ow

(1) The subject is normally provided a copy
of the conplete investigation, except
for the nanes or information which
could reveal the identity of
i ndi vidual s who provided infornmation
under an expressed or inplied prom se
of confidentiality (exenption 7(D)).

(2) Individuals who gave information during
a personal security investigation are
normal Iy provided a copy of the
i nformati on they provided.
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(3)

I ndi vidual s not identified in (1) or
(2) above are normally partially denied
access on the grounds that rel ease of
the record could constitute a clearly
unwar r ant ed i nvasi on of personal
privacy under exenption 7(C). |If
confidential informants are enpl oyed,
redacti ons under exenption 7(D) are

al so appropri ate.

Information froma crimnal investigation is
normal |y rel eased as specified bel ow

(1)

(2)

Once release will not interfere with
the investigation or disciplinary
proceedi ngs, the subject of the
investigation is normally provided a
copy of the investigation with the
foll owing nmaterial wthheld:

(a) The name, hone address, SSN or
ot her personal information
concerni ng any i ndividual other
than the subject of the
i nvestigati on when that
i ndi vi dual ' s personal privacy
i nterests outwei gh any general
public interest in disclosure.

(b) The identity of or information
which could lead to the
identification of docunented
confidential sources or undercover
per sonnel .

Once release will not interfere with
the investigation or disciplinary
proceedi ngs, and the fact that the

i ndi vi dual or subject has been under

i nvestigation is nmade public, anyone
may be provided copies of the

i nvestigation, except for the foll ow ng
information, which is wthheld:
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(a) The nane, hone address, SSN or
ot her personal information
concerning any individual to
protect that individual's persona
privacy. Efforts to protect
personal privacy should continue
even if that information has been
made publi c.

(b) The identity or information which
could identify docunented
confidential sources or undercover
per sonnel .

(3) Individuals who gave information during
the investigation are normally provided
a copy of the information they
provi ded, with nanes and identifying
information on third parties redacted.

(4) Wen crimnal investigations reveal no
substantial m sconduct, or m nor
i nstances of m sconduct by | ow-Ievel
agency enpl oyees, a G omar response may
be appropriate to 3rd party FO A
requests because the privacy interests
out wei gh any general public interest in
di scl osure. (See 8-A-1-b-(1) and 8-A-
7-c-(3).)

Adm ni strative Investigations. Portions of
investigative reports, in particular the
opi ni ons, recomendations and actions by
internediate review ng authorities (such as
endorsenments) normally fall within the category
of pre-decisional and intra-agency nenoranda and
shoul d be w thheld under exenption 5. Opinions
and recomendati ons of boards of investigation
(as well as other matters) may reveal the

del i berative process and thus may be w t hhel d.

Fi ndi ngs of fact that have NOT been approved by
the final reviewing authority nmay be wi thhel d
under exenption 5 as pre-decisional opinions.
Addi tionally, comrents regarding clainms are
subject to the protection of the attorney-client
or attorney work-product privileges under
exenption 5 when prepared by an attorney. Safety
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| nvestigati ons warrant special consideration.
Statenents collected in confidence by a safety
board may be wi thhel d under exenption 5. Consult
Commandant (G VWKS) or (G LRA) for guidance in

processing requests for safety investigations.

a.

In order to encourage free and frank
expression of opinion in investigative
reports and to solicit innovative
recommendations, it is Coast Guard policy to
wi t hhol d t hese pre-deci sional opinions,

advi ce and reconmendati ons since rel ease
woul d reveal disclose the deliberative
process. It is necessary to clearly

di stinguish factual nmatters and actions
taken, which are normally rel eased, from
opi ni ons and recomendati ons and ot her itens
whi ch are pre- decisional and which pertain
to or reveal the deliberative process.

Norrmal |y, release of investigative reports
islimted to enclosures until the final
reviewi ng authority has taken action on the
investigation. After final action, the
findings of fact which have been approved by
the final reviewing authority and any
opi ni ons or recomendati ons whi ch have been
specifically addressed by the final
reviewing authority are normally rel eased.
(See 1-J-2.c, Administrative Investigations
Manual , COVDTI NST Mb830.1 (series).)
Predeci si onal opinions and reconmmendati ons
fall within exenption 5 because their

rel ease woul d reveal the deliberative
process and mght tend to di scourage the
free and frank expression of opinion in
investigative reports. Therefore, these
itenms shall not be rel eased or disclosed
except when the policy against release is
out wei ghed by consi derations favoring
release. (As is the case when the fina
reviewi ng authority “adopts” an earlier
endor senent or opinion but does not reprint
that opinion in the final decision letter.)
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The action of internediate review ng
authorities is normally w thheld, except for
that portion of the action which constitutes
final action on sone aspect of the case, or
is especially adopted or incorporated by the
final review ng authority.

The final action is nornmally conpletely
rel eased as are those portions of the action
of internediate review ng authorities which
are incorporated into the final action.

Adm ni strative investigations are frequently
conduct ed because of potential clains or

litigation. The prospect of a claimor
litigation m ght be cause to w thhold
records which would normally be rel eased.
Additionally, the attorneys representing the
United States in any claimor litigation
must know what governnment records have been
provi ded to the opposing side. Therefore,
FO A rel ease authorities should ensure that
their FO A processing procedures provide

t hat :

(1) The Coast Guard attorney responsible
for a claimor lawsuit inforns every
hol der of a record of the existence of
a claimor lawsuit so that the files
can be identified and narked with a
notation to contact the appropriate
attorney or legal office if a FOA
request is received.

(2) If there is notice of an existing claim
or lawsuit regarding a requested
record, the office responding to the
request should consult with the FO A
O ficer and attorney responsi ble or the
claimor consult wwth the FOA Oficer
and attorney responsible for the claim
or lawsuit concerning the necessity to
apply any FO A exenption to w thhold
t he records.
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(3) If there is no notice of an existing
claimor lawsuit regarding a requested
record, the office responding to the
request should still consider the
i nci dent which was investigated to
determine if a future claimor |awsuit
is a possibility.

(4) If an official responding to the
request believes that a future claimor
| awsuit is possible, that person should
consult with the FOA Oficer and the
| egal office serving the unit to
determi ne the necessity to apply a FO A
exenption in w thhol ding records.

Mari ne Casualty | nvestigations.

a.

Reports of Marine Casualty Investigations
are normally rel eased after final agency
action. Release is limted to factua
transcripts, photographs and exhibits that
do not indicate the course of the

i nvestigation or wtnesses that need to be
interviewed. Any personally identifiable
information (nane of third party or wtness,
soci al security nunber, date of birth, home
address, etc.) should be w thheld under
exenption 6 and/or 7(C). Any proprietary
commerci al information about certain

busi ness procedures (uni que techniques,
costing data, proposals, manuals) that are
defined as confidential or privileged
commercial or financial information should
be w thhel d under exenption 4.

Requests for information on marine
casual ties nmay be responded to by using one
of the follow ng nethods:

(1) |If prior to the final action, deny

access to the record, pending final
agency action citing the deliberative

process privil ege under exenption 5 and
t he open investigation exenption 7(A).
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This should be the normal response
since errors in the findings of fact
are frequently addressed and corrected
by district or Commandant action, or
advi se the requester that the record
will be released when final agency
action has been taken. (This is

perm ssible if the entire record w |
be "made pronptly avail abl e" as
required by statute. The delay should
not exceed two nonths.)

(2) If the final action has occurred,
provi de the conplete record, or
wi t hhol d portions of the record citing
t he appropri ate exenpti ons.

5. Mer chant Seanen Records. Records concerning

nmerchant seanen are in several categories.

a.

Information fromthe file maintai ned on each
merchant mariner's docunent is wthheld
under exenption 3 as required by 36 U S. C
7319.

Information fromthe files maintai ned on
licenses and certificates of registry is
normal Iy rel eased, except for the follow ng
personal information which is normally

wi t hhel d under exenption 6 as a clearly
unwarranted i nvasi on of personal privacy:

(1) Birth date, SSN, method of obtaining
citizenship, hone address and tel ephone
nunber .

(2) CGuvilian or mlitary arrest and
conviction record.

(3) Medical information.

Rel ease i nformati on concerni ng suspensi on
and revocation proceedings after a decision
and order is issued by an adm nistrative | aw
judge or the case is closed, except for
personally identifiable information (nanme of
third party or witness, social security
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nunber, date of birth, home address,

mer chant mariner nunber, etc.), which should
be w thhel d under exenption 6 and/or 7(C).
Deny access to record, pending final agency
action citing the deliberative process
privilege under exenption 5 until a decision
is issued by an adm nistrative | aw judge or
the case is closed.

Enforcenent of Laws and Treaties Program Records.

a.

Records conpil ed for enforcenent of |aws and
treaties should normally be withheld if:

(1) release is precluded by exenptions 1 or
3.

(2) any of the exenptions of 7 are
appl i cabl e.

I ndi vi dual s who provide information wll
normal |y be provided a copy of the
i nformati on given, upon request.

To the extent that information froml aw
enforcenent records has intentionally been
made public by the Governnent (e.g., through
press rel eases), the records are not

wi t hhel d under a FO A exenption

Personnel Lists. Requests for mailing |ists of

mlitary or civilian personnel nust be considered
in two areas:

a.

For personnel records stored in a conputer
dat abase system the issue of availability
may depend on whether the system has an
easily operable query capability. The
Systens Manager chooses the option ONLY when
the FO A requester has either not specified
the format or when the requested format is
not feasible. The Coast Guard is not
required to reprogram conputers in order to
produce records to fulfill a request. The
format in which the list is provided (paper
printout, magnetic tape) is the option of

t he dat abase system nmanager
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The possibility of invasion of privacy.
General ly, duty/work addresses are not
considered protected informati on and are
rel easable. Exceptions to this general
policy are made in two circunstances:

rel ease of duty addresses nay be consi dered
an invasion of privacy for personnel
stationed overseas or for those involved in
| aw enforcenent or intelligence activities
due to threats of personal harm Requests
for hone addresses are routinely denied
under exenption 6 because the privacy

i nterests outwei gh any general public
interest in disclosure.
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CHAPTER 8. W THHOLDI NG OF RECORDS UNDER THE FO A

A. | nformati on Exenpt from Public Disclosure. The FOA,
in section (b) of 5 U S.C. 552, exenpts certain
records fromrelease to the public. Units nmay
consi der releasing exenpt material on a discretionary
basis, but may only do so after consulting with their
servicing legal office.

1. Classified Material. Exenption 1 applies to
information which is currently and properly
classified in the interest of National Defense or
foreign policy, as specifically authorized under
the criteria established by executive order and
i npl emented by regul ati ons.

a. Prior to processing a FO A request for
classified records, refer to the Classified
| nformati on Security Program COVDTI NST
Mb510. 23 (series), Section 10-G

b. The current Executive Order on National
Security Information (EO 12958) recognizes
two situations which nust be considered
during a classification review, as required
by the Cassified Informati on Security
Program COMDTI NST Mb510. 23 (series),
Section 10-G

(1) The Coast CGuard shall refuse to confirm
or deny the existence or nonexistence of
t he requested informati on when the fact
of its existence or nonexistence is
itself classified. This type of denial
is referred to as a "G omar" denial, or
"gl omari zation."

(2) The "nopsaic" concept nust be consi dered.
This is the concept that severa
apparently harm ess individual pieces of
i nformation, when assenbl ed toget her,
coul d reveal a damagi ng picture.
classified information, it is inperative
that Prior to responding to a FO A
request for the docunent was in fact
properly classified by sonmeone with
authority to do so and that it remains
classified. There is no requirenent to
consi der decl assification unless appeal
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foll ows. However, classification
authorities are encouraged to

decl assify docunents, consistent with
nati onal security.

| nt ernal Personnel Rules and Practices.

Exenption 2 concerns internal practices and
personnel rules of the agency. Case |aw has |ed
to two distinct interpretations of this
exenption, known as "low 2" and "high 2."

a.

“Low 2" information concerns internal
matters of a relatively trivial matter, when
the very task of processing and rel easing
the records woul d place an admi nistrative
burden on the agency that would not be
justified by any genuine and significant
public interest. In actual practice, the
adm ni strative burden nmust be legitinmte and
the public interest negligible to qualify
for application of this exenption. A
determi nation regarding the extent of public
i nterest depends on the nature of the

i nformati on sought and its relationship to
the “core purpose of the FOA" (i.e., to
open agency actions to the scrutiny of the
public). A particular FO A requester’s

i ntended use of the requested information
has no bearing on the nmerits of his/her
request .

"Hi gh 2" information concerns interna

matters of a substantial nature, the

di scl osure of which would risk the
circunvention of a law, statute, or

regul ation or inpede the effectiveness of |aw
enforcenment activities. You nmay cite this
exenption to protect critical infrastructure
information, as well as to w thhold

vul nerability assessnents and energency
response pl ans, including those obtained from
state and | ocal governnents and the private
sector, even if we share those docunents with
non-federal entities, as long as we are
sharing themto pronote safety or security.
Exanpl es i nclude | aw enforcenent nmanuals, the
characteristics/quantity/location of Coast
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Guard weaponry, guidelines for conducting

i nvestigations, guidelines for identifying

| aw violators, security procedures,

i nformation which would reveal the identities
of informants or undercover agents,

gui delines for determ ning which information
shoul d be classified, vulnerability
assessnents, etc.

Records Required to be Wthheld by Another
Statute. Exenption 3 relates to matters
specifically exenpted from di scl osure by statute.
Exenption 3 statutes authorize w thhol di ng of
Coast CGuard records under the FOA. A list of

t hese statutes can be found at the Coast Guard
FO A Honme Page, http://cgweb.uscg.ml/g-s/g-si/g-
sii/sii-2/foia.htm under DOT Exenption 3
Statutes. Use of any other statute under this
exenption nust be approved in advance by
Commandant (G C M 2) and published in the Code of
Federal Regulations. See 49 CF.R 7.67. The
purpose of this exenption is to preserve the

ef fectiveness of such statutes, in accordance with
their terns.

Confidential Commercial or Financial Information.
Exenption 4 relates to trade secrets and
commercial or financial information obtained from
a person or conpany and consi dered privil eged or
confidential. This exenption is intended to
protect the interests of comercial entities that
submt information to the Coast Guard and the
interests of the government in receiving continued
access to such data.

a. In order for this exenption to be used, the
Coast @Guard nmust be able to denpbnstrate one
of the follow ng:

(1) Release of the informati on would inpair
the Government's ability to obtain
necessary information in the future;

(2) Release of the information would cause
substantial harmto the conpetitive
position of the person from whomthe
i nformati on was obtai ned; or

(3) Release of the information woul d cause
sone other harmto the Governnent or
subm tter.
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b.

"Vol untary" "Confidential" Information. The
courts have established "categorical”
protection of information submtted on a
"voluntary" basis, if the informati on would
"customarily not" be released to the public
by the submtter

"Requi red" versus "Voluntary" Information
The fact that a submitter elects to submt
information to the Coast Guard does not
necessarily make that subm ssion voluntary.

Consi der submtted information "required”
when it is submitted in accordance with an
exerci sed authority which prescribes criteria
for subm ssion (i.e., statute, executive
order, or regulation); one exanple would be

t he Federal Acquisition Regulation (FAR).
Therefore, notification to the submtter
woul d be required prior to processing a
request for the information. Also, when bids
or proposals are incorporated by reference
into contracts, they do not |ose their

requi red subm ssion nature; as the FAR
contains criteria for subm ssion of
unsolicited bids and proposals, information
provided in accordance with that criteria is
"required", but would probably be w thheld
under exenption 4.

Consi der submitted information "voluntary"”
when it has been submtted in the absence of
any exercised authority. Wen it is
absolutely clear that the information woul d
not custonarily be released to the public by
the submtter, it should be wthheld, and
normal submtter notification procedures are
not necessary. Wwen it is not clear whether
the informati on woul d customarily be rel eased
to the public by the submtter, notify the
submtter and ask that they describe their
treatnment of the information then render an
obj ective decision on the submtter’s
position. Segregate the information as
appropriate. |If a decision is nmade to

rel ease the informati on over the objections
of the submtter, notify the submtter of
these intentions. Allow sufficient tinme for
notification to submtters (30 days) prior to
rel ease of the information
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(1) Exanples of itens generally regarded as
comercial or financial information
i nclude: Dbusiness sales statistics,
research data and materials, technica
designs, architectural draw ngs,
formul ae, custoner and supplier lists,
profit and | oss data, overhead and
operating costs, and information on
financial condition. However, if the
i nformation sought is publicly avail abl e
t hrough ot her sources, disclosure under
the FOA is unlikely to cause
conpetitive harmand exenption 4 is not
appl i cabl e.

(2) Exenption 4 does not apply to unit
prices of successful offerors unless the
successful offeror convincingly
denonstrates substantial conpetitive
harm from such rel ease. Being underbid
in the future is insufficient, however
enabl i ng reverse-engineering is
sufficient. Unsuccessful offerors' unit
price is also normally rel easabl e unl ess
t he above analysis permts wthhol di ng.

| nt er-agency or Intra-agency Docunents. Exenption
5 concerns inter-agency or intra-agency nenoranda
or letters which “would not be available by law to
a party other than an agency in litigation with

t he agency”. The courts have construed this

rat her opaque | anguage to exenpt only those
docunents that are normally privileged in the
civil discovery process. Any record prepared by a
governnent officer or enployee (including records
prepared by a consultant or advisory body) for
internal governnent use is within this statutory
exenption to the extent that is predecisional
(i.e., antecedent to the adoption of policy) and
it contains:

a. Del i berative process material .

(1) The purpose of withholding this type of
docunment is to prevent injury to the
quality of agency decisions; to
encour age open, frank di scussions on
matters of policy between subordinates
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b.

(2)

superiors; to protect against premature
di scl osure of proposed policies before
they are finally adopted; and to protect
agai nst public confusion that m ght
result fromdisclosure of reasons and
rational es that were not in fact
ultimately the grounds for an agency's
action. To qualify for the exenption,
the material nust be predecisional and
be an integral part of the decision-
maki ng process.

Exanpl es of such material are: staff
menor anda cont ai ni ng advi ce, opi ni ons,
reconmendati ons, suggestions, or
exchanges of views, prelimnary to a
final Coast Guard decision or action,

wi th the exception of factua

i nformati on (unless such information is
inextricably intertwined with
deliberative material); draft docunents
such as draft letters, nenoranda or
endorsenments; and material intended for
public rel ease at a specified future
time, if premature disclosure would be
detrinental to orderly decisionmaki ng by
t he Coast Quard.

At t or ney wor k- product .

(1)

(2)

This privil ege covers nmenoranda and

ot her docunents prepared by a governnent
attorney or at the direction of an
attorney acting on behalf of the
governnent setting forth strategy with
regard to pending or probable future
litigation and not otherw se nade a
matter of public record in a particular
| egal proceeding.

Mat eri al prepared by an attorney in
anticipation of litigation is protected
by exenption 5. Litigation need not
have actually conmmenced, so |ong as
speci fic clainms have been identified
whi ch make litigation probable.
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C. Att orney-client comuni cations.

(1)

(2)

d. Confi

(1)

(2)

Confi dential conmunications between an
attorney and a client relating to a

| egal matter for which the client has
sought professional advice are protected
by exenmption 5. This privilege covers

| egal opinions and/ or advice rendered by
a government attorney or an attorney
acting on behalf of the governnent and
based on information communicated in
confidence by the client. 1In this case
the “client” is the Coast Guard, dealing
with its attorneys, as would any private
party seeking advice to protect personal
i nterests.

Unli ke the attorney work- product
privilege, the attorney-client privilege
is not limted to the context of
[itigation.

dential comercial information

This privilege covers information which
woul d be harnful to the governnent's
bargai ni ng position in comrercia
transactions or contract awards if

rel eased

The difference between the "commerci al
informati on" protected by this exenption
and the material protected by exenption
4 is that in this case, the information
(cost estimates, technical information,
research results, realty appraisals,
etc.) is generated by the governnent
itself rather than an outside party.
This protection expires upon the
awar di ng of the contract or upon the

wi t hdrawal of the offer.

e. Safety Investigations

(1)

Limted distribution safety

i nvestigations, conducted solely to
reduce recurrence of m shaps and used
only in that context, are afforded
addi ti onal protection under exenption 5.
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(2) Wen a safety investigator/board deens
it necessary to afford confidentiality
to uncover facts and circunstances
pertaining to a mshap involving a
mlitary vessel (aircraft/boat/ship),
the statenent itself and eval uative
facts gleaned fromit are exenpt from
di scl osure.

(3) Commandant (G WKS) or (G LRA) should be
contacted regardi ng application of this
privil ege.

Personal Privacy. Exenption 6 relates to
personnel, nmedical, and simlar files, the

di scl osure of which would constitute a clearly
unwarranted i nvasion of personal privacy. This
exenption cannot be invoked to withhold froma
requester information pertaining only to

hi nf her sel f.

a. Any of the follow ng personnel, nedical, or
simlar records are within the statutory
exenption if disclosure would result in a
clearly unwarranted i nvasion of personal
privacy:

(1) Personnel and background records
personal to any nenber or enpl oyee of
t he Coast Guard or other person,
i ncludi ng that person's hone address.

(2) Medical histories and nmedi cal records
concerning individuals, including
applicants for licenses.

(3) Any other detailed record containing
personal information identified with a
particul ar person.

b. The use of exenption 6 requires a bal anci ng

of the public's right to disclosure against
the individual's right to privacy. |If a
privacy interest is found to exist in the

mat eri al requested, the public interest in

di scl osure nust be wei ghed agai nst the
privacy interest in nondisclosure. The
foll owi ng gui delines should be used in making
t he determ nation:
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(1)

(2)

(3)

(4)

(5)

It is possible for substantial privacy
interests to exist in personal

i nformati on even though the information
has been nmade avail able to the genera
public at sone place and point in tine.

The identity of a FO A requester cannot
be taken into consideration in
determ ni ng what shoul d be rel eased.

The requester's particul ar purpose,

ci rcunst ances or proposed use of the
materi al should not be considered in
determ ni ng what shoul d be rel eased.
Such determ nati ons depend on the
nature of the material and its
relationship to the public interest in
general .

The "public interest"” to be used in the
bal anci ng process is limted to the
public interest for which Congress
enacted the FOA, i.e., to shed |light
on the agency's performance of its
statutory duties.

Certain types of information nmay be
protected categorically w thout regard
to individual circunstances. (See c.
bel ow.)

I nformation normally protected by this
exenption includes, but is not limted to:

(1)

(2)

Hone addresses and hone tel ephone
nunbers of individuals. [Note that
home addresses may be provi ded by the
Parent Locator Service of the
Departnment of Heal th and Human Servi ces
under 42 U.S.C. 653. Requesters who
are obviously attenpting to obtain an
address in order to obtain child
support shoul d be advised to seek
assistance fromtheir state child
support enforcenment service.]

Soci al Security nunbers; Merchant
Mariner's |icense nunbers.
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(3)

(4)

(5)

(6)

Eval uations of mlitary or civilian
enpl oyees.

The exi stence or nonexi stence of
records concerning al cohol or drug
treatment or counseling.

Personal information about famly or
dependent s.

Nanes or duty addresses of mlitary and
civilian personnel assigned to units
whi ch are sensitive, routinely

depl oyabl e, or stationed in foreign
territories. The follow ng applies:

(a) Routinely deployable units nornally
depl oy from permanent home station
on a periodic or rotating basis to
nmeet peacetine operational
requirenents, or to participate in
schedul ed training exercises, which
require depl oynent on a routine
basis (vessels, strike teans,
nobi | e aerostat prograns, |aw
enf orcenent detachnments and
training teans).

(b) Units normally qualifying under
this definition that change status
for an extended period of tine,
such as those vessel s undergoi ng
ext ensi ve mai ntenance activities
over 90 days, would not qualify
for the duration of the period.

(c) Units designated for depl oynent on
contingency plans not yet executed,
and units which participate in
depl oynent on an infrequent basis
(e.g., annual or sem annual) woul d
not fall wthin this definition.
However, units which are alerted
for depl oynent during actual
execution of a contingency plan, or
in support of a crisis operation
woul d qualify.

8- 10



(d) The follow ng OPFACs are exenpt
based on the above criteria:

OPFAC UNI T CLASS/ TYPE OPFAC
(1st 3 Digits) (1st 3 Digits)
114 VHEC 164/ 166
115 WVEC 191
141 WAGB 183
145 WAGB 202
121 WVEC 343

175 WIGB

122/ 123/ 125 WVEC

131/132/ 133/ 134 WPB 345
152 W.B 641
153/ 154/ 155 WM 651
163/ 169/ 170 WLl /W C

(7)

Sensitive Units:

UNI T CLASS/ TYPE

WL I

W.R

W X

A/'S Washi ngt on
Stri ke Teans
and Tac Law Enf
Teans

Mol Aerost at
Trng Teans
ATC Mobi | e
(POPDI V)

(a) Units primarily involved in
training for or the conduct of |aw

enf orcement
cl assi fied m ssions,

cl andesti ne, or
i ncl udi ng

units involved in collecting,
handl i ng, di sposing, or storing of
classified information and

mat eri al s (patrol
staffs,

officers, intelligence

coordi nation center,

C3l

boat squadron
MDZ/ LLTCI NC |i ai son

centers,

and communi cati ons stations).

(b) Also included are units engaged in
training or advising foreign

per sonnel
forces treated as
under DOCD poli ci es.
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(c) The follow ng OPFACs are exenpt
based on the above criteria:

OPFAC UNI T CLASS/ TYPE
(1st 3 Digits)

134/ 135 SES - WPB

201 AI'S C earwat er

201 AI'S Mam

322 LESUP

344 | CC and DET

523 ocC

322/ 324 Comm St a

478 Squadron/Di v of Patrol Boats

66* MDZ/ FLTCI NC

700 G OCl (and its subordinate
uni ts)

711 CCGD 7 (oi) (MARI NCEN)

751 LANTAREA (Al)

751 PACAREA (PI)

(8) Personal financial information as
protected by the Right to Financi al
Privacy Act, 12 U. S.C. 3401, et seq.

d. I nformation normally not protected by this
exenption includes, but is not limted to:

(1) For governnment civilian enpl oyees and
mlitary:

(a) Base salary of civilian enpl oyees.

(b) Pay and allowances of mlitary
per sonnel .

(c) Gade, pay plan, series, or title.

(d) Duty station address and tel ephone
nunber. [ EXCEPTION: Menbers
stationed overseas in areas which
may be subject to the threat of
terrorismand those identified
above. ]

(e) Past duty stations.
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(2)

(3)

(4)

(5)

(6)

(7)

(7)

(f) The last four digits of the Soci al
Security Nunber and date of birth
of officers.

(g) The qualifications of the
successful applicant for a civilian
posi tion.

Personal information concerning deceased
persons, except for particularly
sensitive information which may be

wi thheld to protect the privacy
interests of surviving famly nenbers.

The hone address of the owner of a
docunented vessel. [46 U S. C. 12119]

| nformati on concerning civil penalty
action, including a letter of warning
i ssued by the district comrander or
other official. This information may
generally be protected, if necessary,
until a letter of warning is issued or
the matter is referred to a hearing

of ficer.

I nformation submtted by applicants for
| i censes which establish that they have
t he experience, education, or training
requi red by Coast CGuard regulations to
obtain the |icense.

I nformati on on a Report of Marine
Accident, Injury or Death, CG 2692,

ot her than personally identifiable
information (nane of a third party or

Wi tness, social security nunber, date of
birth, honme address, nerchant mariner
nunber, etc.).

The address of Coast Guard quarters,
w t hout the nanmes of the occupants.

Except as provided in paragraphs
6¢(6)(d) through 6¢(7)(d) above, lists
cont ai ni ng names and duty addresses of
Coast Cuard personnel, both mlitary and
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civilian, who are assigned to units in
the CONUS or U.S. Territories shall be
rel eased, regardl ess of who has
initiated the request.

Records or Information Conpiled for Law

Enf orcenent Purposes. Exenption 7 relates to
files conpiled for | aw enforcenent purposes by the
Coast CGuard or any other federal, state, or |ocal
agency, including those files conpiled for the
enforcenment of civil or adm nistrative

regul ations. This exenption applies only to the
extent that the production of such | aw enforcenent
records or information:

a. Coul d reasonably be expected to interfere
wi th enforcenment proceedi ngs, exenption 7(A).
Determ ning the applicability of this
exenption requires a two-step anal ysis
f ocusi ng on:

(1) whether a | aw enforcenment proceeding is
pendi ng or prospective; and

(2) whether release of information about it
coul d reasonably be expected to cause
sone distinct harm [See section on Law
Enf orcenent " Excl usi on" bel ow. ]

b. Wbul d deprive a person of a right to a fair
trial or an inpartial adjudication, exenption
7(B).

C. Coul d reasonably be expected to constitute an

unwarr ant ed i nvasi on of personal privacy,
exenption 7(C).

(1) This exenption, |ike exenption 6,
requi res a bal ancing of the rel evant
personal privacy and general public
i nterests concerning personal
information in | aw enforcenent records.

(2) This exenption is routinely invoked to
wi thhold the identities of federal,
state and | ocal | aw enforcenent
personnel referenced in investigatory
files, as public identification of these
i ndi vidual s coul d concei vably subj ect
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(3)

them to harassnent and annoyance in the
conduct of their official duties and in
their private lives. It may al so be
used to protect the identities of

i ndi vidual s who provide information to
| aw enforcenent officials.

Law enforcenent records are unique in
that the nere fact that an individual
has been investigated by a | aw
enforcenent agency carries a
stigmatizing connotation. Revealing the
fact that investigatory files exist can
in itself invade an individual's
privacy. For this reason, the Coast
Guard shoul d use the "G omar"” response
(See this chapter, section A-1-b-(1))
for such requests, refusing to confirm
or deny the existence of the records
requested, citing exenption 7(C), except
in the follow ng situations:

(a) confirmation of death of the
subj ect;

(b) witten waiver of privacy rights
furni shed by the subject of the
i nvestigation;

(c) if there is evidence that the
exi stence of such files is general
public knowl edge. (NOTE: The fact
t hat the governnment has made such
files public through indicting and
prosecuting the individual at sone
time in the past does not
necessarily extinguish all privacy
concerns of the individual.)

(d) if there is a determ nation that
t he di scl osure of such information
is in the general public interest.
(Note: Disclosure of corruption
and significant intentional
m sconduct by hi gh public
interest.)
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(4) It is inportant to be consistent in the
practice of refusing to confirmor deny
t he existence of |aw enforcenent records
in order to make its use effective. |If
t he agency provides a "no records”
response to the first nine requests for
investigatory files when a search
reveals no records, it could not respond
to the tenth request, where records in
fact do exist, by "refusing to confirm
or deny" without in effect disclosing
the very fact sought to be protected.

Coul d reasonably be expected to disclose the
identity of a confidential source, including
a state, local or foreign agency or authority
or any private institution which furnished
information on a confidential basis, and, in
the case of a record or information conpiled
by crimnal |aw enforcenent authority in the
course of a crimnal investigation or by an
agency conducting a | awful national security
intelligence investigation, informtion

furni shed by a confidential source, exenption
7(D).

(1) This exenption may be used to protect
the identity of crinme victins, citizens
provi ding unsolicited all egations of
m sconduct, citizens who respond to
inquiries froml aw enforcenent
officials, and commercial or financial
institutions, as well as crimnal
i nf or mant s.

(2) There nust be evidence that the
i nformati on was provided in confidence
or intrust, with the assurance that it
woul d not be disclosed to others.

Woul d di scl ose techni ques and procedures for
| aw enforcenent investigations or
prosecutions, or would disclose guidelines
for | aw enforcenent investigations or
prosecutions if such disclosure could
reasonably be expected to risk circunvention
of the law, exenption 7(E)
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(1) This exenption may be used to w thhold
such records as | aw enforcenent manual s
whi ch contain techni ques and procedures
used by the Coast CGuard in | aw
enforcenment activities.

(2) The material nust neet the genera
requi renent that the technique or
procedure not be already well known to
t he general public.

f. Coul d reasonably be expected to endanger the
life or physical safety of any individual,
exenption 7(F).

Law Enf orcenent Exclusion. The Freedom of

I nformati on Reform Act of 1986 created an entirely
new mechani sm for protecting certain especially
sensitive | aw enforcenent records under subsection
(c) of the FOA This subsection authorizes
Federal |aw enforcenment agencies to treat such
records as not subject to the requirenents of the
FOA i.e., tolawmully respond to a requester
that no records responsive to the request exist.

a. Processi ng of Requests. Use of an exclusion
described in this section requires approval
of the CGeneral Counsel for the Departnent of
Transportati on.

b. The command processing the request shall

(1) Prepare a docunent identifying the
records for which the exclusion is being
i nvoked and the basis for the exclusion.
This docunment is to be signed by the
of ficial recomrendi ng use of the
excl usi on.

(3) Ml a copy of the records and signed
supporting docunent to Commandant
(GLRA) with a copy to Commandant
(GClM2).

cC. Commandant (G LRA) will coordinate the
deci sion on use of the exclusion with the
CGeneral Counsel for the Departnent of
Transportati on.
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d. Two provisions of 5 U S.C. 552(c) apply to
t he Coast Cuard:

(1) \Wenever a request is made which
i nvol ves access to records or
i nformation conpiled for |aw enforcenent
pur poses; and,

(a) The investigation or proceeding
i nvol ves a possible violation of
crimnal |aw, and,

(b) There is reason to believe that:

1 The subject of the investigation
or proceeding is not aware of
its pendency; and

Di scl osure of the existence of
the records could reasonably

be expected to interfere with
enf orcenent proceedi ngs; then,

N

(2) The Coast Guard may, during only such
time as the above circunstances
continue, treat the records as not
subject to the requirenents of the FO A

e. Whenever informant records maintained by the
Coast Guard under an informant's nane or
personal identifier are requested by a third
party according to the informant's nane or
personal identifier, the Coast Guard nmay
treat the records as not subject to the
requi renents of the FO A unl ess the
informant's status as an informant has been
officially confirmed.

9. Records Relating to Supervision of Financial
Institutions. Exenption 8 relates to any materi al
contained in or related to any exam nati on,
operating or condition report prepared by, on
behal f of, or for the use of an agency responsible
for the regul ation or supervision of a financial
institution. This exenption is not used by the
Coast Cuard.
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10. Ceological or Ceophysical Information. Exenption
9 relates to any geol ogi cal or geophysi cal
i nformation and data concerning wells. This
exenption is not used by the Coast Guard.

Ot her Sources. For additional information pertaining
to exemptions see the follow ng docunents: The Freedom
of Information Act, 5 U S.C 552; The Privacy Act of
1974, 5 U.S.C. 552a; The Governnent in the Sunshine
Act, 5 U S. C. 552b; Ofice of Managenent and Budget
Circul ar Nunber A-130, dated July 25, 1994 [49 C F.R
Part 7 and 49 C.F.R Part 10].
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CHAPTER 9. DENI AL PROCEDURES.

A.

Requirenents for an Initial Denial of Access. For
either a partial or total denial, a “justification
meno” will be drafted. The FO A provides a requester
who has been denied records certain rights to protect

t he requester against an arbitrary decision to wthhold
Federal records. The Departnent of Transportation wll
not support, nor will the Departnment of Justice defend,
a Coast Cuard decision to withhold records, unless the
Coast CGuard has justified its position. The
“justification nenmp” nust explain the sound | egal basis
for applying each exenption cited to withheld records.
The Departnent of Transportation requires that an
agency attorney concur with this justification. 1In the
event an entire file is exenpt fromrel ease under FO A,
a docunent - by- docunent justification nmeno i s not
normal |y required. However, the justification neno
must explain howthe entire file neets the el enments of
one or nore FO A exenptions. This neno does not need
to be lengthy, but it nust adequately identify and
explain, in plain | anguage, how wi thheld material neets
the el ements of one or nore FO A exenptions. The
foll ow ng procedure shall be followed for drafting the
“justification nmeno.”

1. The record hol der proposing denial should draft
the justification neno. Use a “neno to file”
format. Deliver the entire case file to the
servicing legal office for approval. This
i ncludes the original request, any additional
correspondence between the Coast Guard and the
requester, all responsive records (whether being
rel eased or withheld), and drafts of the deni al
letter and justification neno. The justification
shal | not consist of a recitation of the text of
the exenption; it must explain how the responsive
docurents neet the requirenments of one or nore
FO A exenptions. The justification neno nust
specifically identify the information to be
wi t hhel d under each exenption to be applied.
Segregation shall be utilized, so that only that
material which falls under a FO A exenption is
redacted or withheld. Denial authorities shal
ensure, prior to signing a denial letter, that a
justification neno has been drafted and approved
by a Coast Guard attorney fromthe servicing | ega
of fice.
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2. Pl ace the approved justification neno in the case
file. Do not include the justification nmeno in
t he correspondence sent to the requester. As an
agency record, however, the justification nenp
itself is subject to a subsequent FO A request.
However, because this neno is a deliberative,
pr e-deci sional matter, and nmany tinmes includes
attorney work product or is an attorney client
communi cati on, Coast Guard policy is to deny
requests for justification nmenos under FO A
exenption 5.

B. Requi renents for a Letter of Denial. Upon a
decision to deny rel ease of records in whole or in
part, a witten statenent nust be provided to the
requester. This letter nust contain the foll ow ng
itens:

1. The nunber of pages of records provided and
t he nunber of pages conpletely w thheld.

2. A specific reference to the one or nore FO A
exenptions relied upon for the denial. Wen
wi t hhol di ng | aw enforcenent records, cite the
specific portion(s) of exenption 7 that are
applicable [i.e., 7(O].

3. An expl anation of how the exenption(s) apply
to the records requested (i.e., “...being
wi t hhel d under the authority of exenption 3
because 46 U.S.C. 3315(b) requires that the
identity of a person who reported a vesse
defect be withheld', or "...being wthheld
under the authority of exenption 7(C) because
the rel ease of the information could
reasonably be expected to constitute an
unwar r ant ed i nvasi on of personal privacy of
the individual").

4. If entire pages are being wi thheld, advise the
requester of the volune of records being
wi t hhel d, either by page count or sone ot her
description. |If records are being disclosed
in part, the anmount of information which is
bei ng withheld shall be indicated on the
rel eased portion of the record, unless
including that information would harm an
interest protected by an applicabl e exenption.
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5. The nane and title or position of each person
participating in the decision to deny disclosure.

6. | nformati on regardi ng the appeal rights/procedures

avai l able to the requester. The follow ng
statenment shall be used in its entirety:

"This letter constitutes a denial [or partial
deni al] of your request. You may appeal this
deci sion. Your appeal nust be in witing and
nmust be submitted within 30 days fromthe
date of this letter. Your letter must (1)

i ndicate that you are nmaking an appeal based
on a denial [or partial denial] of a request
made under the Freedom of I|nformation Act;

(2) include the specific reason(s) for a
reconsi deration of the denial; and (3) refer
to the tracki ng nunber assigned to your
request by the Coast Guard. Wite “FOA
Appeal” on the face of the envel ope and
include a copy of this letter in your
package. Send your appeal to:

Commandant (G Cl M 2)

U. S. Coast Guard

Attn: FO A PA Oficer
2100 Second Street SW
Washi ngton DC 20593-0001"

Signature for Denial Letters. The denial |etter nust
be signed by one of the individuals described in
Chapter 4, or an individual officially designated as
acting in that capacity. Denial authority cannot be
del egat ed except by Conmmandant (G- CIT).

Requirenents for an Initial Denial of Fee
Reducti on/ Wai ver. Denial of a request for a fee
reduction/wai ver nust be in witing. Include the
reasons for the denial and a notice that a witten
appeal for reconsideration of the decision nmay be
addressed to Commandant (G O M2). Wen responding to
the requester the follow ng statenent shall be used:

"W have reviewed your request for a
reducti on/ wai ver of sone or all of the fees
char geabl e under the Freedom of Information Act.
We have determ ned that you do not fall within
the specific categories identified for a

9-3 CH 3



reducti on/ wai ver of fees because [state
reason(s)]. You may appeal this fee
reducti on/ wai ver denial. Your appeal nust be
submtted in witing within 30 days fromthe date
of this letter. Your letter should indicate that
you are meki ng an appeal based on a denial of a
fee reduction/ waiver for a request nmade under the
Freedom of Information Act, and for

reconsi deration of the fee reduction/

wai ver. Provide any additional information which
wi |l support the fee reduction/waiver; reference
t he tracki ng nunber assigned to your request by

t he Coast CGuard; and include a copy of this
letter. Send your appeal to:

Commandant (G Cl M 2)

U.S. Coast Guard

Attn: FO A PA Oficer
2100 Second Street SW
Washi ngt on DC 20593-0001"

E. Signature for "Denial of Fee Reductions/Wivers". The
denial letter nust be signed by one of the individuals
listed in Chapter 4, or an individual acting in that
capacity. Signature authority cannot be redel egated
except by the Commandant (G- dT).

F. Forwar di ng Correspondence to the Conmandant \Wen Access
or Fee Reduction/Waiver is Denied. Oficials denying
access or a fee waiver shall forward a copy of each
request for records or fee waiver that is denied (in
whole or in part) together with a copy of the response
to the requester to Coommandant (G C M 2).

G Retention of Records. The official file concerning the
deni al nust be retained for the period specified in
Encl osure (2), CGeneral Records Schedule 14, Item No. 16
of the Coast Guard Paperwor k Managenent Manual
COVDTI NST Mb212.12 (series). The file must include:

1. The request, response and any ot her intervening
correspondence.

2. A legible copy of all records responsive to the
request.
3. | dentification of the records wthheld, the

exenption relied upon for each item or docunent
wi t hhel d and the harm anal ysis justification nmeno
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CHAPTER 10. APPEAL PROCEDURES

A

Appeal s. Under certain circunstances, a FO A
requester may submt an appeal in regard to his/her
request. These circunstances incl ude:

1.

Fai l ure of the recordhol der to process the
request within the applicable tinmeframe specified
by the FO A

Deni al of a request for expedited processing.

A “No records” determ nation.

Deni al of a request for reduction/waiver of fees.

Ful | /partial denial of responsive records.

Responsi bilities

The FO A Staff in Commandant (G CIM processes
all appeals. Processing includes recovering
copi es of responsive records and ot her rel evant
correspondence fromthe recordhol der, eval uating
t he actions/deci sions of the record-hol der/ deni al
authority, and preparing a final adm nistrative
determ nation for approval/signature by the
appeal authority. In accordance with 49 CFR
Part 7, this determi nation shall be nade within
twenty working days fromrecei pt of the appeal,
unless the tine Iimt is extended another ten
wor ki ng days in accordance with procedures
established in 49 CFR 7.32. Determ nations of
appeal s of decisions to deny expedited processing
will be determ ned within ten worki ng days.

The recordhol der provides information,

expl anation, and copies of records responsive to
appeal s upon notification by the FOA Staff (see
par agraph 10-E).

The staff attorney(s) in Commandant (G LRA)

revi ews proposed appeal determ nations to ensure
they are legally sufficient.

For deci sions rendered on situations described in
par agraphs 10- A-4 and 10-A-5, an attorney for the
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O fice of the Secretary of Transportation reviews
proposed appeal determ nations to ensure they are
l egally sufficient.

5. The Director of Information and Technol ogy is the
appeal authority and signs all appeal decisions.

Mul ti-track Processing. Appeals are segregated into
two queues for processing. Appeals within each track
shal | be processed in accordance with their position
within the respective queues (i.e., first in/first
served). Appeals within both tracks shall be
processed concurrently in accordance with a fornul a

t hat ensures bal anced treatnent of the tracks. The
two categories of appeals are:

1. Adm ni strati ve—those descri bed i n paragraphs 10-
A-1 thru 10- A- 4.

2. Subst anti ve—those descri bed in paragraph 10-A-5.

Remands. The FO A Oficer nay renand an appeal to the
initial responder or other recordhol der for renedial
processing if he/she determ nes that:

1. The initial responder substantially failed to
follow the policies and procedures pronul gated by
this manual, 49 CFR Part 7, or the FO A, or

2. It is otherwi se appropriate for the request to be
processed at the initial responder |evel.

Docunent ati on Required fromthe Recordhol der. The
recordhol der shall provide the FO A Staff certain

i nformati on, explanations, and records to enable the
staff to process appeals. The appeal officer wll
notify the recordhol der of the specific docunentation
needed on a case- by-case basis.

1. Ti refrane. Recordhol ders shall forward requested
docunentation to the FOA Staff within four
wor ki ng days of notification. Recordholders
shall inmediately forward requested docunentation
responsive to denials of requests for expedited
processing. Rapid conpliance is necessitated as
a consequence of the constraints described in
par agraph 10-B- 1.
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The nature of the required docunentation depends
upon the nature of the appeal:

a. Expiration of statutory tinme limt for
processing an initial request.

(1) Reason(s) for delay of the fina
determ nation

(2) Estinmate of additional tine needed to
i ssue the final determ nation;

(3) Copy of correspondence already sent to
t he requester.

b. Deni al of a request for expedited
processi ng.

(1) Justification for the decision to deny
t he request;

(2) Copy of correspondence already sent to
the requester.

c. “No records” determ nation
(1) Detailed description of the search that
led to the initial “no records”

determ nation (see chapter 5-F-1);

(2) Detailed description of any subsequent
search as a consequence of the appeal;

(3) Copy of correspondence already sent to
t he requester.

d. Deni al of a request for a fee
reducti on/ wai ver.

(1) Justification for the denial of the fee
reducti on/ wai ver;

(2) Justification for any estimated/

assessed fees (see chapter 11) provided
to the requester;
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(3) Copy of correspondence al ready sent to
t he requester.

e. Decision to withhold responsive records in
whol e or in part.

(1) One legible, conplete copy of all
responsi ve records (to include those
wi thheld as well as those rel eased);

(2) Approved justification neno (see
chapter 9-A);

(3) One legible copy of the responsive
records, if applicable, in the
i dentical format provided to the
requester;

(4) Copy of other correspondence already
sent to the requester.

F. Provi sion of Resolution to the Appellant. The FO A
Staff shall provide the appellant with the resolution
of the appeal upon signature of the appeal authority.
This determi nation constitutes the final agency action

on the appeal. |If the appeal is denied in whole or in
part, the resolution shall include:

1. The reason(s) for the denial;

2. The nanes and titles of each person responsible

for the determ nation

3. The procedures available to the appellant for
seeking judicial review (when applicable).
Det erm nati ons on expeditious processing appeal s
are not subject to judicial review.
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CHAPTER 11. FEES CHARGEABLE UNDER THE FQO A.

A. Categories of Requesters. Fees for FO A requests w ||

be assessed dependi ng on which of the follow ng
categories the requester falls into:

1.

Commercial use. The term “commercial use
request” refers to a request fromor on behal f of
one who seeks information primarily for a use or
pur pose that furthers the commercial, trade, or
profit interests of the requester or the person
on whose behal f the request is nade.

a. I n determ ni ng whet her a requester properly
belongs in this category, agencies nust
determ ne the purpose for which the
request ed docunents wll be used.

b. Wiere there is reasonabl e cause to doubt the
use of the requested records, or where that
use is not clear fromthe request itself,

t he requester should be asked for
clarification, in witing, before assigning
the request to a specific category.

cC. In determining if the records are requested
for conmmercial use, the follow ng points
wi || be consi dered:

(1) An attorney who requests records, on
behal f of a client shall not be
consi dered as requesting the records
for conmercial use, unless the attorney
will use the records for a conmerci al
pur pose.

(2) Sinply because the request is on the
| etterhead of a busi ness does not nean

the records will be put to a commerci al
use.
d. When records are requested for comrerci al

use, fees shall be assessed for search,
revi ew and duplication costs.

Educati onal or noncommercial scientific

institution.

a. The term “educational institution” refers to
any public or private school, institution of
hi gher education, institution of
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pr of essi onal education, or institution of
vocati onal education, which operates a
program or prograns of scholarly research

b. The term “noncommercial scientific
institution” refers to an institution that
is not operated on a “commercial” basis as
that termis referenced above, and which is
operated solely for the purpose of
conducting scientific research the results
of which are not intended to pronote any
particul ar product or industry.

C. When records are not sought for
comrercial use and the request is
made by an educational or
noncommercial scientific institution,
whose purpose is scholarly or
scientific research, fees shall be
assessed for docunent duplication
only. No charge will be made for the
first 100 pages of duplicated
mat eri al .

3. Representative of the News Medi a.

a. The term “news” neans i nformation that
is about current events or that would
be of current interest to the public.

b. The term “representative of the news
nmedi a” refers to any person actively
gathering news for an entity that is
organi zed and operated to publish or
broadcast news to the public.
Exanpl es of news nedia entities
include, but are not limted to,
television or radio stations
broadcasting to the public at |arge,
and publishers of periodicals (but
only in those instances when they can
qualify as dissem nators of “news”)
who make their products available for
purchase or subscription by the
general public.

C. As traditional nethods of news
delivery evolve (e.g., electronic
di ssem nati on of newspapers through
t el ecommuni cati ons services), such
alternative nedia would be included
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ot herwi se neet the requirenents of this section to

qual i fy.

“Free-lance” journalists may be
regarded as working for a news
organi zation if they can denonstrate
a solid basis for expecting

organi zati on, even though not
actually enployed by it. A
publ i cation contract would be the

cl earest proof, but you may al so | ook
to the past publication record of a

When records are not sought for
comrerci al use and the request is nade
by a representative of the news nedia,
fees shall be assessed for docunent
duplication only. No charge will be
made for the first 100 pages of

Requesters not falling in category 1,
2 or 3 above are considered to be in
the “all others” category.

d.
publ i cation through that
requester in making this
determ nation

e.
duplicated materi al

Al l O her Requesters.

a.

b.

Requesters in this category shall be
assessed search and duplication
costs only. No charge will be nade
for the first two hours of search
time or for the first 100 pages of
duplicated material. See bel ow for
a summary of fee assessnents.
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ASSESSMENT OF FEES

Type of requester Sear ch Revi ew Dupl i cati on

Commer ci al yes yes yes

Educat i onal /
scientific

institution no no yes*
Representative

O news nedi a no no yes*
Al'l others yes** no yes*

* No charge for the first 100 pages
** No charge for the first two hours

B. Wai ver or Reduction of Fees. Records wll be
furni shed without charge or at a reduced charge if an
official wth denial authority (per Chapter 4)
determ nes that disclosure of the information is in
the public interest because it is likely to contribute
significantly to public understanding of the
operations or activities of the governnment and is not
primarily in the commrercial interest of the requester.
Factors to be considered by officials authorized to
determ ne whether a waiver or reduction of fees wll
be granted include:

1. Whet her the subject matter of the requested
records concerns the operations or activities of
t he Federal governnent;

2. Whet her the disclosure is likely to
contribute to an understandi ng of Federal
governnment operations or activities;

3. Whet her di scl osure of the requested
information will contribute to the
under standing of the public at |arge, as
opposed to the individual understandi ng of
t he requester or a narrow segnent of
i nterested persons;

4. Whet her the contribution to public understanding
of Federal governnment operations or activities
will be significant;
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Whet her the requester has a commercial interest
that would be furthered by the requested
di scl osure; and

Whet her the magnitude of any identified
comercial interest of the requester is
sufficiently large in conparison with the public
interest in disclosure, then that disclosure is
primarily in the comercial interest of the
requester.

C. Fee Assessnent.

1.

M ni rum charge. Wen the total anount of fees
that could be charged for a particul ar request
(or aggregation of requests), after taking into
account all services which nust be provided at no
charge or at a reduced charge, is less than

$10. 00 the Coast Guard will not make any charge
for fees.

Search fees.

a. Search fees are charged for the actual tine
required to | ocate records responsive to the
request. Search fees are not charged for
the tine required to review records to
determ ne whether a statutory exenption wll
be i nvoked. (See Chapter 11-C-3 for Review
Fees.)

b. Search fees are charged for the entire
amount of time spent searching for records
for comrercial requesters. Requesters in
the “all others” category receive the first
two hours of search at no cost. For the
pur poses of this subparagraph, when a
conmput er search is required, two hours of
search tinme is considered spent when the
hourly cost of operating the central
processing unit used to performthe search
added to the conputer operator’s salary
costs equals two hours of the conputer
operator’s salary costs.

C. No fee is to be charged for any time spent
searching for a record if the requester is a
representative of the news nedia, an
educational institution whose purpose is
scholarly research, or a noncommerci al
scientific institution whose purpose is
scientific research
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Charges may be assessed for tine spent
searching for requested records even if the
search fails to | ocate the records or the
records |located are determ ned to be exenpt
from di scl osure.

Search fees are conputed as foll ows:

(1) The hourly pay rate for Federal white-
col | ar enpl oyees neans the actual
hourly base pay, plus 16 percent. All
Coast CGuard units shall use the
Bal ti nore-Washi ngt on Federal white
collar pay table. Select the
appropriate rate fromthe follow ng fee
schedul e.

(a) GS-1 through GS-8: use hourly base
pay of a GS5 step 7, plus 16%

(b) GS-9 through GS-14: use hourly
base pay of a G512 step 7, plus
16%

(c) GS-15 and above: use hourly base
pay of a GS- 15 step 7, plus 16%

(2) Hourly pay rate for mlitary nenbers of
t he Coast CGuard neans the equival ent
hourly pay rate conputed using a 40-
hour week and the nenber’s normal basic
pay and al |l owances, plus 16 percent.

Comput er search fees are based on the direct
cost of providing that service. This

i ncl udes the cost of operating the centra
processing unit (CPU) for the tinme that is
directly attributable to searching for
records responsive to a FO A request and the
operator/ programmer salary (hourly rate plus
16 percent) apportionable to the search.

3. Revi ew f ees.

a.

Revi ew fees are charged for tine spent
reviewi ng any responsive records |located to
determ ne whether they are exenpt from
di scl osure. Review fees are chargeable only
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4.

to commercial requesters. Review fees are
conputed at the sane rate as search fees in
par agraph 2e.

b. Charges may be assessed only for the initial
review, i.e., the review undertaken the
first tinme the Coast CGuard anal yzes the
applicability of a specific exenption to a
particul ar record or portion of a record.

C. Fees may not be charged for adm nistrative
appeal review except, when records or
portions of records withheld in full under
an exenption which is subsequently
determ ned not to apply are reviewed again
to determne the applicability of other
exenptions not previously considered. This
is considered an initial review for purposes
of assessing revi ew charges.

Duplication fees
a. No fees shall be charged for duplication of
the first 100 pages of records provided to
any requester unless the records are
requested for comercial use.
b. The standard fees for duplication:
(1) Per copy of each page (not |arger than
8 1/2” x 14”) reproduced by phot ocopy
or simlar methods (includes costs of
equi pnent, supplies and the person
operating the equiprent): $0.10.
(2) Per copy prepared by conputer, such as
tapes or printout: Actual costs,
i ncl udi ng operator tine.
(3) Per copy prepared by anot her nethod of
duplication, such as mcrofiche,
vi deot apes, photographs, etc.: Actual
direct cost of production.
Special handling fees. |If special handling is
provi ded at the request of the requester (i.e.
express mail, special delivery, nessenger, etc.)

the cost of that special service shall be
assessed. Special handling shall not be provided
if the cost of that service would be waived per
paragraph B 1 through 6 of this Chapter.
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Speci al services. The follow ng special services
not required by the FOA may be nmade avail abl e
upon request at the stated fees:

a. Certified.copies of docunents, with
Departnent of Transportation or Coast CGuard
seal : $4.00.

b. True copy, without seal: $2.00.

O her situations.

a. Fees specified in 33 CF.R 1.25-40(b) for
records |listed below shall be assessed in
lieu of the fees in this section.

(1) Certificate of Seaman’s Service
conpleted on formCG723. [46 C F.R
12.02-18]

(2) Duplicate nmerchant mariner’s docunent.
[46 C.F.R 12.02-18]

(3) Duplicate continuous discharge book.
[46 C.F.R 12.02-18]

(4) Duplicate certificate of registry as
staff officer. [46 C F. R 10.219]

(5) Certificate of service issued in
accordance with section 701 of the
Soldiers’ and Sailors’ Cvil Relief Act
of 1940 (54 Stat 1190, as anended; 50
US C App. 581). [46 CF.R 12.07-18]

cC. Fees specified in 46 U . S.C. 8§ 927 shall be
assessed in lieu of the fees in this section
for records relating to vessel ownership,
sal e, conveyance, or nortgage.

Col | ecti on of Fees.

1.

When it is estinmated that the search charges,
revi ew charges, duplication fees or any

conbi nation of fees that could be charged to the
requester will likely exceed $25, the requester
shall be notified of the estimted anmount of the
fees, unless the requester has indicated in
advance a willingness to pay fees as high as
those anticipated. The notice nust also inform
the requester how to consult with appropriate
Coast Cuard officials with the object of
refornulating the request to neet the requester’s
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needs at a |lower cost. |If you do not notify the
requester of estinated fees in excess of $25 or
the fee he/she agreed to in advance and obtain
hi s/ her witten consent to proceed, he/she wll
not be liable for the additional fees.

Paynent of fees may be required by the Coast
Guard prior to actual duplication or delivery of
any records to a requester.

Payment of fees before work is comenced,
continued or delivered to the requester is
normal |y not required except as authorized bel ow.

a. Al | owabl e charges that a requester may be
required to pay are likely to exceed $250.
In this case, the requester shall be
notified of the likely cost and where the
requester has a history of pronpt paynent of
FO A fees, requested to furnish satisfactory
assurance of full paynent. Were no history
of paynent exists, the requester may be
required to make advance paynent of any
anount up to the full estimted charges.

b. The requester has failed to pay within 30
days of the billing date fees charged for a
previous FO A request. In this case, the
requester shall be required to denonstrate
that the fee has, in fact, been paid or to
pay the full anmount owed, including any
applicable interest, |ate handling charges
and penalty charges. The requester shal
al so be required to nake an advance paymnent
of the full amount of the estinmated fee
bef ore processing of a new request or
continuation of a pending request is begun.

Aggr egat ed Requests. In any instance where the
Coast Cuard reasonably believes that the
requester or a group of requesters acting in
concert is attenpting to break down a single FOA
request into a series of requests for the sole
pur pose of evadi ng the paynent of otherw se
applicable fees, the Coast CGuard will aggregate
the requests and determ ne the applicable fees on
t he basis of the aggregation.

Notification of Fees Assessed. The notification
of fees assessed shall include an item zed
statenment of charges incurred. Informthe
requester that:
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a. Fees may be paid by check, draft or noney
order, payable to the “Treasury of the
United States”. The FO A control nunber
must be witten clearly on the face of the
paynent and the paynment should be mailed to
the unit assessing the fees.

b. Failure to remt paynent within 30 days wll
result in additional costs, e.g. finance
charges and adm nistrative costs.

C. Failure to pay fees could result in refusal
to process future requests.

The requester should be notified a total of three
ti mes concerning an outstandi ng bal ance. Each
witten demand for paynment shoul d be
progressively stronger at not nore than 30-day
intervals, unless a response to the first or
second demand i ndicates that further demand woul d
be futile or the requester responds with paynent.
| f payment still has not been received after

t hree warnings, consult with the Coast Guard

Fi nance Center for collection of these fees in
accordance with 49 CF. R Subtitle A (10-1-92
Edition), Part 89 - Inplenentation of the Federa
Clainms Collection Act.

Payment . Paynment nust be renmitted to the unit
assessing the fees for field units and to the
respondi ng office at Headquarters and can be nade
my mail or electronically using Do It Yourself
(DY) paynment via Internet (http://diy.dot.gov).

a. The unit or FO A/ PA Coordinator for Ofices
or Special Staffs at Headquarters will, in
turn, forward the paynent to the Departnent
of Treasury’s Lockbox at the follow ng
addr ess:

US Coast @uard
PO Box 640626
Pi ttsburgh PA 15264- 0626

Payments for nore than one FO A request, provided
each paynent is properly docunented, may be sent
at the same tine. Include with the paynent(s):

(1) Letter of Transmttal. A Rapidraft
Letter (CG3883) is acceptable. The
letter of transmttal nust include the
unit OPFAC, armount of noney
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transmtted, and a statenent that the
paynent (s) is/are for information access
provi ded under the Freedom of Information
Act; and

(2) Record of Cash Receipt (Form DOT F2770.2).
Li st the paynents individually and use the
FO A control nunber as the “purpose”.

The processing unit shall naintain an adequate
audit trail. This is inperative for general
recor dkeepi ng, proof of paynment, and conpil ation
of the Annual Freedom of Information Act Report
to Congress.

b. El ectroni c Paynment. The Coast Guard now
provi des requesters with the option of
maki ng paynents through the Coast CGuard DY
website (http://diy.dot.gov).

(1) Notification. Modify final response
letter to the requesters when a paynent
is due by providing an option to pay
el ectronically through the DY website.

(2) Types of electronic paynents.
Accept abl e nodes of paynent are
Mast er Card, American Express, Discover
or VISA. The FO A case nunber w |
serve as the invoice nunber for the
paynents. \When partial paynments are
recei ved, establish a procedure to
nunber such paynents. For exanpl e,
FO A case nunber, 2001-890, 2001- 890#1,
and so forth.

(3) Charge-back feature. A refund to the
credit card is rendered when a final
decision is nmade to credit sonmeone’s
paynent. Charge- backs are paynents
di sputed by the FO A requester, i.e.
doubl e paynent.

(4) A formon the Coast Guard DY website
must be conpleted by the requester with
the FO A case nunber, nane of
requester, and paynent anount to begin
t ransm ssi on
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CHAPTER 20. REPORTI NG REQUI REMENTS

A

C.

Responsibility. Area and district conmanders,

commanders | ogi stics and mai nt enance comands,
commandi ng of ficers of Headquarters units, Commandant
G CCS and special staff divisions at Headquarters,
Commandant (G A), (GL), (GM, (GO, (GS) and (GW

shall submit reports as described bel ow to Comrandant
(GClM2).
Reports.
1. Annual Freedom of Informati on Act Report (RCN-
5260-1).
a. Due not |ater than 1 February of each year.
b. Period of report is the fiscal year.
c. Use the format in Enclosure (1) of this
Manual .
2. Bi enni al Privacy Act Report (RCN-5260-2).
a. Due not later than 2 January of each even
year.
b. Period of report is the two previous
cal endar years.
cC. Use the format in Enclosure (2) of this
Manual .
d. Oficials with cogni zance over a systen(s)
of records shall submit a conplete report.
e. Al other officials shall limt their
response to Section E, Itens 1 through 3.
3. Bi enni al Conputer Matching Report (RCN-5260-3).

a. | ncorporate into the Biennial Privacy Act
Report.

b. Use the format in Enclosure (3) of this
Manual .

Negative Replies. Negative replies are required.
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CHAPTER 22. PRI VACY | SSUES

A

B.

Di scussi on. Protecting personal privacy is an
increasingly inportant concern as Coast Guard grows
technologically in its efforts to transact business

el ectronically. Because our responsibilities are
enhanced with this rapid growth, it is inperative that
Coast CGuard continues to devel op an effective and
beneficial transition into an el ectronic Coast Guard
(e-Coast Guard). To ensure that individuals have a

cl ear understanding of their privacy expectations, the
Coast Guard nust take all necessary neasures to
establish policy that addresses various privacy

i ssues.

Privacy Policies On Federal Wb Sites

1. When visiting governnment web sites, the Coast
Guard nust post clear privacy policies on their
world wi de web (ww) sites.

2. Al'l Coast CGuard public web sites nust inplenent
the privacy requirenents as |isted bel ow

a. FEffective 1 August 1999, any web page serving
as a main entry point to the Coast Guard web
site shall link its hone page to the genera
privacy policy on the Coast Guard internet web
site (ww. uscg. ml/disclaimhtm).

b. Effective 1 Cctober 1999, all Coast Guard web
sites that coll ect substantial personal
information fromthe public nust post a
privacy policy.

c. Effective 1 January 2000, prior to
establishing a new hotlink to a non-DOT web
site froma Coast Guard ww site, the owner
of the Coast Guard web site nmust send to the
non- DOT organi zation a notification
advocating that it post on its web site a
statenment of its web site’s privacy policies
and practices.

(1) The notification should use the
following or simlar |anguage:
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(2)

“The Coast Guard advocates providing
useful information to the general
public. For this reason, we have
decided to provide a hotlink to your
web site fromours. However, we
believe it is inportant to address the
grow ng public concern about protecting
peopl e’ s privacy on the internet, and
therefore strongly encourage you to
post a statenent on your web site
clearly describing your privacy
policies and practices. Exanples of
privacy policies which you may want to
adopt or tailor as appropriate for your
web site can be found at
http://cio.ost.dot.gov. Should we
recei ve conplaints from our
constituents about privacy concerns
With respect to your web site, we wl|
re-consider continuing to provide

| inkage to your web site fromours.”

Additionally, all Coast Guard web pages
using a hyperlink to a non-DOT web site
will provide an “exit page” with the
following or simlar |anguage:

“You are now | eaving the United
States Coast Guard web site. USCG
web sites contain many links to

ot her organi zations, such as
state/l ocal governnents,
educational institutions, and non-
profit associations. Wile we

of fer these electronic |inkages
for your convenience in accessing
transportation-rel ated

i nformation, please be aware that
when you exit a Coast CGuard web
site, the privacy policy stated on
our web sites may not be the sane
as that on other web sites. Are
you sure you wish to proceed?”
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The Qperations System Center web team has
automated this exit page nessage for your
convenience. It is available at
http://cgweb.uscg. m|/webinfo/. dick on
FAQS and then Technical FAQS. The |ink you
want is: “Wiwy nust | add a privacy policy
notice for links that go to content

external to DOT and how do | do this?”

C. Scrubbing Web Sites for Al Privacy or O her Sensitive

| nf or mati on

1.

2.

FirstGov is a web portal that was |aunched to
connect and index all government information and
services. FedSearch enabl es extensive and in-
depth searches for information on Federa
Government web sites, including databases and
files that nmay be accessed.

Before | aunching the FirstGov web site, we were

asked to do the foll ow ng:

a. Ensure conpliance with privacy and web
policies in accordance with Chapter 15-E and
Policy on Coast Guard Use of Internet
/[ Wor | dwi de Web, COVDTI NST 5230. 56.

b. Scrub public web sites of all privacy or
ot her sensitive data. Please see Chapters
6, 8, 12, 13, 14, and 15 of this Manual for
a di scussion of what that data would
i ncl ude.

We nust continue to scrub Coast Guard websites to
protect the privacy of individuals or other
sensitive information.

D. Use of “Cookies” on Coast Guard Internet Wb Sites

1.

The Coast Guard nust post clear privacy policies
at principal web sites; major entry points to web
sites; and web sites where the agency or
contractors operating on behalf of the agency
col l ect substantial personal information fromthe
public. Coast Guard contractors nust al so conply
wth this policy when operating web sites on
behal f of agencies. Further, “cookies” or other
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technol ogy used to track the activities of users
over time and across different web sites shal

not be used except as described below. There are
two categories of cookies:

a. “Persistent cookies” include any technol ogy
that collects user-identifying information
such as extensive lists of previously
visited sites, e-mail addressees, or other
information to identify or build profiles on
visitors to Coast Guard publicly accessible
web sites. Persistent cookies are
aut hori zed only if:

(1) there is a conpelling need to collect
such i nformation

(2) appropriate publicized technica
procedures are established to safeguard
the information; and,

(3) the Secretary of Transportation has
personal | y approved the coll ection.

These policies are consistent with the Policy on
Coast CGuard Use of Internet/Wrldw de Wb,

COVDTI NST 5230.56 and Coast CGuard I ntranet
(CGMeb) Policy, COVDTINST 5230.57 on unauthorized
use of the web.

b. “Sessi on cooki es” describe pl ace- keeper
technol ogy used to retain content during an
i ndi vi dual user session, and are authorized
only if users are advised of what
information is collected or stored, why it
is being done, and howit is to be used.
Sessi on cooki es are di scarded upon
conpl etion of a session or expire based on a
short tinme frane and are not used to track
personal information.

Use of cookies is not restricted on Coast Cuard
intranet (internal network) web sites. Such web
sites are subject to security nonitoring under
COMDTI NST 5230.57. Consequently, users shoul d
not have an expectation of privacy.
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3. Al'l Coast Guard web sites as well as
contractor web sites operated on behal f of
agenci es, nmust conply with standards set forth
in the Children’s Online Privacy Protection
Act of 1998 with respect to collecting
personal information online at web sites
directed to children.
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Encl. (1) to COVDTINST M5260. 3

FREEDOM OF | NFORMATI ON ACT ANNUAL REPORT
(UNI T NAME)
U.S. COAST GUARD
FY --------

RCN- 5260- 1

Basi ¢ I nformati on Regardi ng Report

Name, tel ephone nunber, and e-mail address of person
to be contacted with questions about the report:

How to Make a FO A Request

A Nanme, address, and tel ephone nunber of conponent
t hat receives FO A requests:

Commandant (G C M 2)
United States Coast Quard
2100 Second Street SW
Washi ngton DC 20593

202) 267-6929

B. Brief description of the agency’ s response-tine
ranges.

C. Brief description of why sone requests are not
gr ant ed.

Definitions of Ternms and Acronyns Used in the Report
A. Agency- speci fic acronyns or other terns.

Exenption 3 Statutes

A. Li st of Exenption 3 statutes relied on by agency
during current fiscal year.

1. Brief description of type(s) of information
wi t hhel d under each statute.

2. St at ement of whether a court has upheld the
use of each statute.
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V.

CH-3

(1) to COVDTINST M5260. 3

Initial FO A PA

A

Number of |
1. Nunber
preced
2. Nunmber
fiscal
3. Nunmber
fiscal
4. Nunber
curren

Di sposi tion

1. Nunber
2. Nunber
3. Nunber
Nunber of t

Access Requests
nitial Requests.

of requests pending as of end of
ing fiscal year:

of requests received during current
year:

of requests processed during current
year:

of requests pending as of end of
t fiscal year:

of initial requests.
of total grants:

of partial grants:
of denials:

i mes each FO A exenption used

(counting each exenption once per request).

(1) Exenption 1
(2) Exenption 2
(3) Exenption 3
(4) Exenption 4
(5) Exenption 5
(6) Exenption 6
(7) Exenption 7(A)
(8) Exenption 7(B)
(9) Exenption 7(C)
(10) | Exenption 7(D)
(11) | Exenption 7(E)




Encl. (1) to COVDTINST M5260. 3

4. O her reasons for nondi sclosure (total):

No records

Referral s

Request w t hdr awn

Fee-rel ated reason

Records not reasonably descri bed

—Sloo|jQlo|(T|o

Not a proper FO A request for sone
ot her reason

g. | Not an agency record
h. | Duplicate request

i. |O&her reason (please describe)

Appeal s of Initial Denials of FO A/ PA Requests

A. Nunber of appeals.

1. Nunmber of appeal s received during fiscal
year:

2. Nunber of appeals processed during fiscal
year:

Di sposition of appeals.
1. Nunber conpl etely uphel d:
2. Nunber partially reversed:
3. Nunber conpletely reversed:

Nunmber of times each FO A exenption used:

(1) Exenption 1
(2) Exenption 2
(3) Exenption 3
(4) Exenption 4
5
6

(5) Exenpti on

(6) Exenpti on

(7) Exenption 7(A)
(8) Exenpti on 7(B)
(9) Exenption 7(C)
(10) | Exenption 7(D)
(11) | Exenption 7(E)
(12) | Exenption 7(F)
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Encl. (1) to COVDTINST M5260. 3

4. O her reasons for nondi sclosure (total):

a. | Remanded appeal s

b. | Wt hdrawn

c. |G her reason (please describe)

VII. Conpliance with Time Limts/Status of Pendi ng Requests

A. Medi an processing time for requests processed
during the year

1. Sinple requests (if nmultiple tracks used).
a. Nunber of requests processed:
b. Medi an nunber of days to process:

2. Conplex requests (specify for any and al
tracks used).

a. Nunber of requests processed:
b. Medi an nunber of days to process:

3. Requests accorded expedited processing.
a. Nunber of requests processed:
b. Median nunber of days to process:

4. Requests not using multi-track processing.
a. Nunber of requests processed:
b. Medi an nunber of days to process:

B. St atus of pendi ng requests.

1. Nunber of requests pending as of end of
current fiscal year:

2. Medi an nunber of days that such requests
wer e pendi ng as of that date:
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Encl. (1) to COVDTI NST M5260. 3

Conparisons with Previous Year(s)

A

B.

Conmpari son of nunbers of requests received:
Compari son of numbers of requests processed:

Conpari son of nedi an nunber of days requests were
pendi ng at the end of fiscal year:

O her statistics significant to agency:

| mprove tinmeliness of FO A performance and to
make records available to the public (e.g.,
backl og-reduction efforts; specification of
average nunber of hours per processed request;
training activities; public availability of new
categories of records).

Costs/FO A Staffing

A.

Staffing levels (in wrk years)
1. Nunber of full-tinme FO A personnel

2. Nunber of personnel with part-tine or
occasi onal FO A duties:

3. Tot al nunber of personnel:

Total costs (including staff and all resources).

1. FO A processing (include appeal s
processi ng):

2. Litigation-related activities (estimted):
3. Total costs:
4. Conparison with previous year(s) (including

per cent age of change):

St at enent of additional resources needed for FO A
conpl i ance.
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X. Fees
A. Total amount of fees coll ected by agency for
processi ng requests:
B. Percent age of total costs:
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Encl. (5) to COVDTINST M6260.3, CH 3

SAMPLE LETTER TO SUBM TTER (BE SURE TO ATTACH COPI ES OF THE
DOCUMENTS THAT ARE AT | SSUE)

This office has recently received a request under the
Freedom of Information Act (FOA), 5 U S.C. 8552, for

Qur search for information responsive to
this request has revealed the foll ow ng docunent(s), which
you provided to the Coast Cuard:

We have determ ned that these docunents may qualify for
exenmption under 5 U S.C. 8552(b)(4) as commercial or
financial information that is privileged or confidential.
Commercial or financial information is considered
confidential if its disclosure is likely to inpair the
government’s ability to obtain the necessary information in
the future or cause substantial conpetitive harmto the
source of the information

To make a determ nation regarding the rel ease of the above
docunent (s), the Coast Guard nust have a detail ed
justification of the reasons your conpany believes the

i nformation requested should not be rel eased under
exenption (b)(4) of the FOA W believe you are in the
best position to explain any comrercial sensitivity of the
i nformation contained in these docunents.

In this regard, please provide this office with a specific,
detail ed description concerning how di sclosure of this

i nformati on woul d cause substantial harmto your conpany’s
present or future conpetitive position. Sonme factors you
may Wi sh to describe to hel p us understand your position
are: (1) the general custom or usage in your business
regarding this type of information, (2) the number and
position of persons who have, or have had, access to this
type of information, (3) the types and degrees of
commercial injury that rel ease woul d cause you, and (4) the
length of tine the information will need to be kept
confidential.
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If there are any additional factors that support
nondi scl osure, please include themin your statenent as
wel | .

I nformation that is known through custom or usage in your
trade, business, or profession, or information that any
reasonabl y educated person woul d know nust be rel eased.
Sel f -evident statements or reviews of the general state of
the art normally nust be rel eased.

In order for this office to conply with FOA s statutory
time limts, we nust have your response within ten (10)
days. |If we have not heard fromyou by that date, we wl]l
assunme that your firmhas no objection to disclosure of
this information in its entirety.

We will carefully consider the justification you provide us
and wi |l endeavor to protect your proprietary information
to the extent permtted under |law. Should we disagree with
your position regarding sone or all of the information
requested, and determne it to be releasable, we wll
provi de you wi th advance notice of our decision so that you
may take whatever steps you consider appropriate to protect
your interests.

Your response and justification should be sent to the
attention of at . If you have any
guestions regarding this matter, you may contact

at .

Si ncerely,
/sl

Encl : Descri be docunents at issue
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TH'S ENCLOSURE HAS BEEN REMOVED.





